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1 Introduction and proposal
This contribution analyzes the security assurance process and adds a new paradigm for evaluation report. We kindly propose SA3 to agree this contribution.
A big update to methodology 2 is provided for this meeting under document S3-130334. In methodology 2, the trustworthiness of the actors which help the operators in their security acceptance decisions in ensured by accreditation of actors (Vendors and third-party laboratories accreditation, see section 5.2.3) and the operator security acceptance process is detailed in section 5.2.5.

From S3-130334:
5.2.1 Overview

…..

The presence of a Certification body as defined above is highly desirable in order to ensure a wide recognition of evaluation results and to have a working conflict resolution process available. Having a Certification Body also avoid the need for each operator to set up a one to one trust relationship with every vendor regarding their testing methods and skills. 
….

The operator examines the network product, the compliance reports and the testing laboratories certificate published by the Certification Body and decides if the results are sufficient according to its internal policies (see 5.2.5 for details).

5.2.5
Operator security acceptance decision

The operator examines the network product, the compliance reports and the testing laboratories certificate published by the Certification Body and decides if the results are sufficient according to its internal policies. In particular, the operator can perform a sample of the compliance or vulnerability tests, based on the delivered test procedures.

If agreeable by China Unicom, we propose to consider to include China Unicom clarification into the new S3-130334 as proposed below and to consider this contribution as merged into S3-130334.
!!! The pCR below will thus be against S3-130334 and not the current version of the TR !!
***
START OF CHANGES
***
5.2.5
Operator security acceptance decision

The operator examines the network product, the compliance reports and the testing laboratories certificate published by the Certification Body and decides if the results are sufficient according to its internal policies. In particular, the operator can perform a sample of the compliance or vulnerability tests, based on the delivered test procedures.
The vendors and third-party laboratories accreditation documents monitored and maintained by the Certification Body attest the trustworthiness of these actors and can help operators in their security acceptance decisions.









***
END OF CHANGES
***
�Replaced by equivalent changes into S3-130334 as it touches the same section





