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1 Introduction and proposal
This contribution analyze security requirements for key issue- Support WLAN access through roaming agreements. The security requirements for solving this key issue are mapped to the relevant threats. We kindly propose SA3 to agree it.
***
START OF CHANGES
***
4.2 Key issue-Support WLAN access through roaming agreements
4.2.3 Security Requirements
Editor's Note: This clause is intended to capture the security requirements for solving the key issue. The requirements are mapped to the relevant threats.

To identify and prioritize the discovered WLAN access networks securely, the confidentiality protection should carry out in: 
· Realms and/or OUIs related information transmission between HS 2.0 AP and UE;
Editor’s note: the mechanism of confidentiality protection is FFS.
To prevent man-in-the-middle (MitM) attack on radio interface and fake access priority, the integrity protection should carry out in:
· Realms and/or OUIs related information transmission between HS 2.0 AP and UE;
· access priority/subscription agreement between HS 2.0 AP and 3GPP operator;
· Editor’s note: the mechanism of integrity protection is FFS.
***
END OF CHANGES
***
