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1
Introduction
At SA3#70, SA3 agreed on conclusions for the firewall traversal (SMURF/iFIRE) study and an LS (S3-130243) were send to SA2 and CT1 asking for advise and directions.

SA2: In the LS, SA3 “ask SA2 for advise, and will accommodate any changes suggested by SA2”. In the reply-LS (S2-130722), SA2 gives a clear view on the way forward:   
“SA2 agrees with the conclusion of TR 33.830 to provide a solution for SMURF that reuses functionality from ePDG as much as possible. This avoids re-specifying functionality that already exists in the ePDG such as authentication, security protocol handling, APN handling, and optional IP layer mobility.

SA2 also agrees with the conclusion to provide a solution for iFire that is based on a subset of functionality of SMURF.”

and sets boundaries on what SA3 can do without approval from SA2:
“Regarding the working procedures, SA2 feels that if the concluded principles above are followed, the architectural impact is limited, and SA3 can do the stage 2 specification work as required.”

CT1: In the LS, "SA3 would like to get direction from CT1 on whether the stage 3 work will be done in CT1 or could be done in SA3 with guidance from CT1". In the reply-LS (C1-130773), CT1 gives a clear view on the way forward: 

“CT1 would like to follow usual 3GPP practice for allocating stage 3 work. The stage 3 protocol impacts listed by SA3 for iFire appear to be under CT1 responsibility”

2
Analysis
The reply-LS from SA2 gives a very clear way forward regarding the stage 2 work for mobile (UICC based) terminals: SMURF shall reuse as much functionality from ePDG as possible and iFIRE shall be based on a subset of SMURF.
Not re-specifying functionality (authentication, security protocol handling, IP layer mobility) that already exists in the ePDG means reusing IKE/ESP which can easily be done by just changing the UDP encapsulation to a new TCP/TLS based one. As all the security mechanisms are reused, the remaining stage 3 decisions are not security related and shall be left for CT1 in accordance with the CT1 reply-LS.

As SMURF (and the iFIRE subset) is then a minor extension to ePDG, it is clear that it belongs in TS 33.402 with the other ePDG specifications. A CR to TS 33.402 with the needed stage 2 specification of a new TCP/TLS encapsulation for ePDG access can be found in S3-130415.
4
Proposal
It is proposed that SA3 agrees the CR to TS 33.402 (S3-130415) so that CT1 can begin work at CT1#83 (20-24 May) in order to meet SA1 prioritizations.
In the LS S3-130243, SA3 promised to “update SA2 through periodic LS with the proposed changes attached of the work”. It is therefore proposed to send an LS to SA2 and CT1 informing them of the specification of SMURF/iFIRE in 33.402. If SA2 has any comments, it is beneficial that SA3 and CT1 get these as quickly as possible. SA2 might also see need to update TS 23.402 in order to keep it aligned with TS 33.402. The next SA2 meetings are SA2#96 (8-12 April) and SA2#97 (27-31 May).

