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1
Introduction
There have been many comments and offline questions regarding the input on methodology 1, in particular related to S3-130433, S3-130434 and S3-130437. We believe it will be helpful for the discussions in the meeting to clarify a few points already now.

2
Re-use of CC framework but not certification organization

The most important point which seems be unclear is that the proposal in Methodology 1 is to re-use the CC framework and methodology, but not necessarily the certification and accreditation organizational aspects associated with it provided by CCRA.

There have been concerns that this may not be possible. However, it is possible and the following evidence supports that fact:

· CCRA does not have any mandate to forbid the use of the CC framework without simultaneously using the certification and accreditation scheme. This is, in fact, already happening in some countries that are not part of CCRA.
· There is no restriction in the CC framework on what requirements to use. The CC framework permits selecting which requirements shall be included in a PP, modification of them and even addition of new requirements should that be desired.
· ISO TR 15446 [1] explicitly mentions, at least twice, that using the framework without the certification and accreditation is possible (see clauses 6.3.2.5 and 6.3.3.4)
· The CC framework can be used with self-evaluation. Even though some of the CC requirements contain requirements for independent testing and vulnerability analysis, these requirements only specifies that the person performing the evaluation needs to be independent from the person who developed the product. It does not necessarily imply that they need to be different legal entities. . 

3
What methodology 1 proposes to re-use from CC
So the CC framework that methodology 1 proposes to re-use is:
· The terminology and concepts,

· The set of security functional requirements and security assurance requirements to choose from,

· The way to document these requirements (i.e., PPs and STs), including the existing use of security objectives, attacker potential etc.,

· The method to evaluate STs, PPs, and network products, even if the organization executing the method is 3GPP, an operator, a vendor, or some other organization.

If any of the above needs to be extended or modified that can be done as seen necessary by SA3.

4
At which point should SA3 specify the requirements for particular network products?
Which security functional requirements shall be selected depends on the attacker potential and the security objectives for the particular network product. These requirements therefore need to be decided when the PP part of the SAS is written.
Which security assurance requirements shall be selected depends on the attacker potential and the security objectives for the particular network product. Tying a specific level of security assurance requirements into the actual methodology makes it inflexible; it would for instance not be possible to provide different security assurance levels for different network product classes The security assurance requirements therefore need to be decided when the PP part of the SAS is written.
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