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1
Introduction
When the work on PWS Security started it was envisioned that PWS Security would be a general solution with support for roaming users and that it would be deployed. It now seems clear that this will not happen in the foreseeable future. In fact, there are no existing or planned regulations for PWS Security and hence no plans for deployment.

At SA3#70 it was concluded in the LS to SA1 that SA3 only sees two options:

· A) SA1 mandates that PWS Security must be used in Rel-12 in all countries.
· B) Rel-12 UEs with PWS Security enabled are required to discard all unprotected warning messages when it cannot authenticate the network (e.g. I) and II) above).
As discussed above, option A) is clearly not an alternative and as option B) is (as stated in the LS) “highly likely to cause causalities”, it is not a decision that can or should be taken by 3GPP. Such a decision must clearly be taken by regional or national governments.
It is therefore need to reconsider the scope for PWS Security and how to proceed. Unfortunately, SA1 was not able to send a reply-LS due to time constraints. There were however discussions on how to limit the scope of PWS Security. One suggested solution was to ignore roaming users and give PWS Security a national scope. The key management could then rely on the UICC and key updates could happen with secure OTA.
This approach is in line with the already existing SA1 requirements on new USIM fields for enabling and disabling PWS and PWS Security. The accompanying pCR S3-130414 gives more details on such an approach.

To be able to meet the Rel-12 deadline, SA3 need to discuss how the PWS Security work can proceed with a limited scope. Especially as other groups are involved and need to start their work (CT1, GERAN, CT6). It is proposed that SA3 concludes that roaming users are out of scope and that the PWS Security work should proceed with finding a more limited solution that enables the use of PWS Security on a national scale.

2
Proposal
It is proposed to include the accompanying pCR S3-130414 in TR 33.869.
It is proposed that SA3 concludes that roaming users are out of scope and that the PWS Security work should proceed with finding a more limited solution that enables the use of PWS Security on a national scale.


