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1 Introduction and proposal
This contribution gives a network based solution for privacy concern in MTC. We kindly propose SA3 to agree this solution.
***
START OF CHANGES
***
1.1.1.1 5.5.4.2
Network based method

The network can detach the UEs based on the transmission privacy configuration which was configured by users.   

If user has adjusted the configuration, the network should be noticed timely. In this modification procedure, there may need a security mechanism to assure the modification request was sent by user own.
Editor’s note: the privacy configuration is FFS.
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Figure 5.5.4.X: Solution for network based method
The following is a description of the steps in figure 5.5.4.x. 

Step 1: This is the normal attach procedure as described in TS 24.008 and TS 24.301.

Step 2: This is the normal UMTS/EPS AKA procedure as described in TS 24.008 and TS 24.301.
Step 3: Configuration functions allowed privacy detach conditions setting by the user.
Step 4: UE notify the configuration to MME/SGSN/MSC.
Step5: If user has adjusted the configuration, UE sends notification to MME/SGSN/MSC.
Step 6: This is the normal UMTS/EPS AKA procedure as described in TS 24.008 and TS 24.301.
Step 7: If the detach condition is reached, MME/SGSN/MSC detach UE.
Step 8: This is the normal detach procedure as described in TS 24.008 and TS 24.301.
***
END OF CHANGES
***
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