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Abstract of the contribution:

1. Introduction
This contribution clarifies that the sensitive data management is proposed to be included in the section 5.2.1 of SECAM.
2. Analysis

Each 3GPP network product class or network product within that class listed in section 4.4 may have the sensitive data. 
Sensitive data contains:

· system sensitive information data such as administrator account,  password, internal IP, configue rule and so on 

· customer sensitive information data such user name,telephone number, address and so on
Case1:When the attacker gets system sensitive information data , he/she will easily do the further attacks. 
Case2: When he/she gets the customer sensitive information data, disclosure of customer privacy and harassing customers will be happen. Both case1 and case2 will lead the bad influence for MNO and/or end-users.
So the Sensitive Data Management is one of the important features/capabilities.

3. Discussion and proposal
It is proposed that the Sensitive Data Management should be  considered in Methodology 2.
