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1 Introduction and proposal
This contribution analyzes the security assurance process and adds a new paradigm for evaluation report. We kindly propose SA3 to agree this contribution.
***
START OF CHANGES
***
5.2.3 Security assurance process

5.2.3.1 Overview

This methodology implements the generic template on roles and process of section 4.5 with an additional dispute and revocation mechanism. Different variant of the same approach are presented under the names methodology 2-a, 2-b and 2-c. All the steps below are mandatory for all three variants except explicitly stated otherwise.

The ultimate output of this process is an evaluation report and optionally a certificate proving compliance of a 3GPP network product with the 3GPP security assurance specifications. An evaluation report and an optional certificate will be issued for each 3GPP network product evaluated. Unique identification of the product will be ensured by the product description contained in the evaluation report and in the optional certificate as described in section 5.2.3.4.1. 

The evaluation report is issued by the evaluators which can be either:

-
the 3GPP network product vendors which self-evaluate their products. In this case, the auditee can be the 3rd party and its audit report for self-evaluate can help operator’s acceptance decision. Also, the vendor can be  the Auditee and the Evaluator at the same time.
-
or by a 3rd party evaluation body. In this case the third party is the Evaluator and the product vendor is the Auditee.

Editor’s note: In the case of self-evaluate with the 3rd party audit, the 3rd party’s reputation and trustworthiness for the operators can help their acceptance decision.
***
END OF CHANGES
***
