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1. Overall Description:

The SA3 plenary meeting discussed the WID structure for the topic “UE Services over Restrictive Access Networks” 

Based on the Reply LS from SA1 to SA3 (S1-124501), “The completion of an IMS solution (or if possible a general solution fulfilling the IMS requirements) as an early implementation in Rel-12 by June 2013 is important to meet early solutions (e.g. GSMA RCS requirements).” SA3 has the following proposal for stage 2 and stage 3 work.

Stage 2 specification work

The normative specification work will be characterised by a split in security architecture and system architecture work. SA3 believes that for continuity, stage 2 work should be done in an SA3 specification. SA3 will update SA2 through periodic LS with the proposed changes attached of the work, ask SA2 for advise, and will accommodate any changes suggested by SA2.  So, SA3 proposes to update WID (S3-120850) to include the SA2 stage 2 work item.

Stage 3 specification work

Based on the reply LS from SA1 to SA3 (S1-124501), “The completion of an IMS solution (or if possible a general solution fulfilling the IMS requirements) as an early implementation in Rel-12 by June 2013 is important to meet early solutions (e.g. GSMA RCS requirements).” Based on the conclusion in the iFire (TR 33.380) study, SA3 conclude that the normative work required to complete iFire work is a subset of the work needed for the SMURF. For iFire, the stage 3 work will involve specifying a new TCP/TLS based tunnel, a HTTP CONNECT mechanism, a detection mechanism for determining firewall types, and defining IP address allocation. For SMURF the stage 3 work will in addition involve defining authentication, security protocol, APN handling, and optional IP layer mobility. SA3 feels we will be able to complete the iFIRE stage 2 work in order to meet SA1 prioritizations. SA3 would like to get feedback from CT1 whether it is possible for CT1 to start the iFIRE stage 3 work in order to meet SA1 prioritizations. 
SA3 would like to get feedback from SA2 for the above proposal for the Stage 2 work. SA3 would like to get direction from CT1 on whether the stage 3 work will be done in CT1 or could be done in SA3 with guidance from CT1.

2. Actions:

To SA2 and CT1 groups

ACTION: 
Please respond back whether the plan outlined in this LS and provide guidance.

3. Date of Next SA3 Meetings:

SA3#71 
8-12 April 2013
Valencia, Spain 

SA3#72 
8-12 July 2013
China



