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1
Introduction

New Work ID for security aspects of WLAN network selection for 3GPP terminals is approved in Edindurgh meeting. The objective of that work item includes evaluating and enhancing existing 3GPP solutions for network selection for WLAN netowrks and considering WFA Hotspot 2.0 solutions. Related to assumptions and objectives of the work, we have to consider a problem from all angles
2 
Controversial points  
 This contribution illustrates the main concern of the direction of security aspects of WLAN network selection for 3GPP on the following aspects;

· A wider question arises from enhancements to the ANDSF framework. It is sufficient to consider the 3GPP network selection criteria based on TS 23.122 and WFA Hotspot 2.0 solutions to resolve the security issues. The security solution for WLAN network selection for 3GPP terminals cannot be restricted to ANDSF framework.
· The security mechanism of 3GPP and WFA Hotspot 2.0 have to be examined thoroughly, and security issues such as key generation, renewal, distribution and procedures have to be considered to resolve the two mechanisms conflicts.  
· The security feature for WLAN network selection for 3GPP terminals has to consider TS 23.402 non 3GPP access architecture, TS 23.234 WLAN interworking, and TS 23.327 mobility between WLAN and 3GPP system. 
Therefore, SA3 working group gives a thought to cover the possible security aspects of WLAN network selection for 3GPP terminals.  
