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Abstract of the contribution:

Correction to the usage of NSUC in section 7.3.2: NSUC is increased every time the signing key is used (contrary to the current formulation “every time the public key is sent”).
1. Introduction
The network security use counter (NSUC) was introduced as a countermeasure to replay attacks. 

This contribution presents a pCR to TR 33.869v020 and serves the clarification of NSUC.
2. Pseudo Change Request
*************************START OF CHANGES*********************************
7.3.2
PWS public key distribution

7.3.2.1
Initial PWS public key distribution

For LTE system, NAS messages, i.e. NAS SMC/Attach accept/TAU accept are used to distribute public key. Specifically, NAS SMC message is used to distribute PWS public key when UE attaches to a PLMN for the first time. In addition, the “network signature use counter” (NSUC) which is a monotonic increasing value that can be increased every time the signing key is used.

For UMTS system, NAS and AS messages, i.e. SMC/Attach accept/RAU accept are used to distribute public key. Specifically, SMC message is used to distribute PWS public key when UE attaches to a PLMN for the first time. In addition, NSUC is sent. When UE has inter-PLMN handover, TAU accept/RAU accept are used to distribute new PLMN PWS public key and NSUC.

*************************END OF CHANGES*********************************
















































