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1. Discussion 
SP-120867(S1-124198) made some changes in the clause 4.6.4 “Enabling and disabling of Warning Notifications” of TS22.268 as following: 

Where regional or national regulations pertaining to a VPLMN allow, the HPLMN operator shall be able to instruct the PWS-UE to ignore all Warning Notifications that are received whilst in this VPLMN, by means of a setting on the USIM, when the integrity of Warning Notifications in this VPLMN is known by the HPLMN operator to be compromised. This setting need not distinguish VPLMNs.

There are two problems in this requirement:
1) What’s the default setting on the USIM if there isn’t clear regional or national regulations pertaining to a VPLMN allow? 
2) Does “This setting need not distinguish VPLMNs.” mean there is only one setting flag and it will be reset when the UE roams to a new VPLMN? If so it will cause problems when a roaming UE switches among different VPLMNs frequenely. The setting through OTA may not reach the UE in time and cause a wrong setting on the USIM. For example, when the UE camps on VPLMN A whose integrity of Warning Notifications is compromised, the HPLMN will send a message to the UE to set the setting on the USIM as “ignore”. But when this message arrives, the UE may camp on VPLMN B whose integrity of Warning Notifications isn’t compromised. If a warning message is sent by VPLMN B at this time, it will be ignored. Moreover the frequent resetting through OTA is an extra cost for both the networks and the UE.
2. Proposal 

We propose SA3 to study these problems and inform SA1 if needed.
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