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Abstract of the contribution:

This contribution tries to give the definition of 3GPP security assurance methodology in 3.1
1 Introduction
Before further proceeding with this study, we should specify what is the exactly definition of methodology in this report. It can help us judge which methodologies should be considered in TR and what methodology we intended to obtain at the final stage of this study.
**************************** start of 1st change ****************************

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format (Normal)

<Defined term> : <definition>.

Example: text used to clarify abstract rules by applying them literally.

Security Assurance Specification: For convenience and neutrality of method, the document describing the security assurance requirements produced by the method in this study item will be referred to as a Security Assurance Specification (SAS).

Certification - The comprehensive technical evaluation of the 3GPP network products and their compliance with the SAS as an input to accreditation. 
3GPP Security assurance methodology: Security assurance methodology mentioned in this technical report should be a mechanism which can be used to measure the security features of 3GPP network products.  It should include the analysis of potential security threats of 3GPP network products, the SASs to cope with these threats and a practicable way to reliably demonstrate to what extent the products comply with the requirements specified in SASs.
**************************** End of 1st change *****************************

