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Abstract of the contribution:

This contribution gives a scope of WLAN_NS security TR.

1 Introduction 
This contribution gives a scope of WLAN_NS security TR.
2 Introduction 
We kindly propose SA3 to agree the following PCR.

**********************************************Begin of Change*******************************************************
1
Scope

The present document studies the security aspects of WLAN Network Selection for 3GPP Terminals. In particular, the goals of this document are:

-To work on security impacts and threats of key issues and solutions of SA2’s specifications.
-To identify potential conflicts between security mechanisms provided by non-3GPP providers via Hotspot 2.0 and security mechanisms provided by 3GPP operators, and define security solutions if needed.
-To identify possible impacts to the current authentication method of WLAN access and network selection.
Editor Notes: Need to update the scope with relevant TS and TR.
**********************************************End of Change*******************************************************

