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1. Introduction

This document contains information about the TSG SA #58 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #58 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_58/Docs/
The draft SA #58 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_58/Report/
The SA3 status report to SA #58 (SP-120846) is attached. 

2. SA #58 Outcome on SA3 Submissions

The MBMS CRs on “Support for multiple BM-SCs” were modified based on input from CT6 (see the LS in C6-120559). The modified CRs (submitted as company contributions to SA) were approved in SP-120894. All other SA3 CRs were approved without modifications. 

Draft TR 33.823, “Security for Usage of GBA with a UE browser”, was approved in SP-120852.

Draft TR 33.844, “Security Study on IP Multimedia Subsystem (IMS) Based Peer-to-Peer Content Distribution Services”, was approved in SP-120853.

The revised WID on “System Improvements for Machine Type Communication (SIMTC)” was approved in SP-120848.

The revised WID on “WLAN Network Selection for 3GPP Terminals” was approved in SP-120847.

The revised SID on “Firewall Traversal” was approved in SP-120849. The new WID on “Tunnelling of UE Services over Restrictive Access Networks” was approved in SP-120850. Related to the architectural impacts, there was some discussion in SA. The guidance from SA is that the SA2 work on firewall traversal needs to be included in some WID.  SP-120850 should thus be updated to include the SA2 work, or SA2 should include the work in some SA2 WID. SA2 will discuss this at their next meeting.

SA discussed our reply LS on “Recommendations for Minimal Wi-Fi Capabilities of Terminals v1”. SA decided to forward the security comments to GSMA TSG. The LS was approved in SP-120934.

3. SA #58 Outcome on SA3-LI Submissions

All CRs were approved without modifications.

The revised WID proposal on “Lawful Interception Rel-12” was approved in SP-120851.

4. Rel-12 Priorities

A Rel-12 workshop was held at SA #58. Based on the workshop, SA decided on priorities for Rel-12.

The agreed priorities are found in the presentation in SP-120932.

Working Groups are to align their work with the decision of SA. Note that this has impact on SA3 work. The new areas “Public Safety and Critical Communications” and “Proximity Services, including both Public Safety and Commercial aspects” are prioritized for Rel-12 (more details about these areas are found in cluase 7). 

For MTC, it was decided that UE Power Consumption, Small Data and Device Triggering are in Rel-12. Consequently, this means that MTC monitoring and MTC group communication are out of scope for Rel-12. Please take this into account when preparing contributions for the next SA3 meeting.

Even with the prioritization made at SA #58, there is still work overload in SA2. Further prioritization will happen at SA #59, based on input from SA2 (as is indicated in SP-120932). 

5. PWS

SA1 has clarified the PWS security requirements based on the LS from SA3. The clarifications were approved in SP-120870. 

SA1 submitted CRs on “clarification on enabling PWS messages in limited service state”. These were approved in SP-120865. A similar clarification was provided for ETWS and approved in SP-120864.

SA1 submitted a CR on “Disabling receipt of PWS Warning Notifications”. The CR was approved in SP-120867.

6. BBAI H(e)NB's Local-IP Address Issue

CT4, RAN3 and SA2 have reached an agreement about the BBAI H(e)NB's Local-IP Address Issue.

An LS by RAN3 on this was provided to SA, RAN, CT4, SA2 and SA3 in R3-122920 (SP-120698).

The plenaries approved the corresponding stage 3 CRs (no further stage 2 CRs were needed). However, SA3 is asked to review the stage 2 and stage 3 solution from security point of view. We should perform this review during SA3 #70, and provide the results to SA #59 in March.

7. “Public Safety and Critical Communications” and “Proximity Services, including both Public Safety and Commercial aspects”

SA approved the following WIDs related to these areas:

· Revised Work Item from SA1 for “Group Communication System Enablers for LTE (GCSE_LTE)”, SP-120876

· new WID on “Proximity-based Services Specification” in SP-120935. This work item includes both the SA1 and SA2 work.

These areas are prioritized for Rel-12. It is expected that security work will be needed in this areas.

8. Approved WIDs with Security Aspects

SA1 submitted a new WID on “Web Real Time Communication (WebRTC) Access to IMS”. The security aspects section states that “Security aspects will need to be considered”. The new WID was approved in SP-120878.

SA1 submitted a new WID on Sequential Flexible Alerting. The security aspects section states that “Security aspects will be evaluated”. The new WID was approved in SP-120879. The work was completed by SA1.

SA2 submitted an updated WID on “IMS registration control (IMS_RegCon)” to include the stage 2 aspects into the WID. The security aspects section states: “The impacts on security aspects need to be taken into account”. The update was approved in SP-120735.

SA2 submitted an updated WID on “LIPA Mobility and SIPTO at the Local Network (LIMONET)”. The scope of the work has been reduced. The security aspects section has been updated and states:

“Lawful Interception architecture is to be considered.

Security and privacy aspects are also to be considered.”

The update was approved in SP-120926.

SA2 submitted an updated WID on “Operator Policies for IP Interface selection (OPIIS)”. The change indicates that normative work will begin. The security aspects section states that “Security aspects are also to be considered for the functionalities listed in the Objective section of the WID.”. The update was approved in SP-120738.

SA2 submitted an updated WID on “IMS Business Trunking for IP-PBX in Static Mode of Operation“. The security aspects section states that “Security aspects will be investigated”. The update was approved in SP-120862.

9. Changes to procedures

Working groups are asked to adopt a dual WI code practice for TEI CRs, in order to indicate to which work item a correction relates to (even if that work item is completed). This implies as an example that an TEI9 correction to TS 33.401 on backhaul security would be indicated in the CR cover sheet by using the dual WI code: “TEI9, NDS_Backhaul”.

