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1. Introduction
During SA3#68 were some questions, where the TLS nonce is in the two key derivation variants. The questions were followed up. Our TR does not utilize TLS nounces directly. It referes to RFC 5705 and RFC 5929, which both in turn reference to RFC 5246 (TLS 1.2). There the nounces are used and described. This contribution adds a note explaining this. 
It is up for discussion, if this note should be added or if the explaination above is regarded sufficient.

===== BEGIN CHANGE =====
7.2.1 Background
To mitigate the threat introduced in clause 6.4, a second level of key derivation is introduced. When Javascript code that is downloaded from the web server via the server authenticated TLS tunnel requests for a GBA based key, the request is first handled by the web browser and more specifically the GBA API module in the web browser.  The GBA API module will request the Ks_(ext)_NAF key from the GBA Function in the ME using the Javascript specific NAF_ID as specified in clause 7.1. After receiving the Ks_(ext)_NAF key from the GBA Function, the GBA API will  derive a Javascript specific authentication token Ks_js_NAF that is bound to the server authenticated TLS tunnel.

The channel binding can be performed using either RFC 5705 or RFC 5929 [7], as is described below. It is possible for the JavaScript code to select which option to use when it requests the Ks_js_NAF token from the GBA API. An example sequence flow is in clause 8.3.1. 
NOTE: Both RFC 5705 and RFC 5929 do not utilize TLS nonces, but only refer to RFC 5246 (TLS 1.2).
===== END CHANGE =====
