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1. Overall Description:

SA3 would like to thank CT6 for their liaison statement on SMS OTA Security Enhancements and the associated CRs of the solution.
In reviewing the solution SA3 noticed the CR limits the impact of authentication failure to preventing further processing of the Proof of Receipt.

SA3 would like to comment that as a general security principle, when authentication failure occurs the full contents of a signed message should be considered untrusted. 
As such SA3 asks CT6 to consider if other signed portions of SMS are similarly protected on authentication failure. 
2. Actions:

To 3GPP CT6
ACTION: 
Consider if other signed portions of SMS are similarly protected on authentication failure.
3. Date of next TSG CT6 Meetings:

TSG SA3 Meeting #70 
21 – 25 January 2013
Sophia Antipolis, France
TSG SA3 Meeting #71 
8 - 12 April 2013
Valencia, Spain
