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1. Introduction
Based on the discussion at SA #56 and on the input contributions to SA3 #68, it seems clear that there is agreement within the 3GPP community that work should be done on product and information security assurance for 3GPP network defined functionality. The ongoing discussion seems to be more about on what level of detail the work should be performed, and how the work should be organized. 
2. Discussion
S3-120701 is an updated version of the SID in S3-120459. When looking at how the SID proposal has evolved, it is interesting to note that the SID on high level defines the following scope:
· threat analysis

· security requirements

· test cases

This corresponds on the high level to what would need to be done when creating Common Criteria Protection Profiles. Based on this, the following observations can be made:

· We believe that the tasks mentioned above will require quite substantial effort to progress timely and effectively. As stated in SP-120725, we believe that the best way to organize this work would be to create a sub WG to undertake this task, in order to make timely and efficient progress on this work
· Common Criteria (CC) has rather well defined processes for most parts of the work that 3GPP would need to do. Leaving the process issue more 'open-ended' may seem to add flexibility and allow for simpler processes.  However, at the same time it implies that (probably a large) part of the effort will be spent to discuss and agree on the process issues themselves.  The quality of the resulting process is likely not going to be as good as CC (which has been improved on for 20 years).
· Furthermore, no recommendations or requirements in a technical report are likely to solve the problem of the "industry inefficiencies" mentioned in the justification of the SID. If the industry currently does not provide sufficient incentives for operators and vendors to provide and use more secure equipment, existence of a technical report will not change that. Even if it would, there would still be a problem that the requirements and recommendations in a technical report would very likely not be sufficient for many regulatory entities. Instead, Protection Profiles created in 3GPP and endorsed by CCRA could have high chances of being acceptable also for regulatory entities. Therefore, a technical report will not be sufficient. 
3. Conclusion and Proposal
Taking into account the observations above we, believe that timely and efficient progress of this work would be achieved by using an existing process for the work. We also believe the amount of work expected warrants a sub WG.
