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Abstract of the contribution: This document provides proposed text for the scope of the Technical Report for hardening of 3gpp network elements SID.
1. Introduction

The text for Scope of the TR for hardening of 3gpp network elements is proposed as follows.

2.  Proposal
----------------------------------------------------------------Begin of Change--------------------------------------------------------

1 Scope 


The present document studies explicit hardening requirements for 3GPP network elements. The hardening refers to protection against unwanted access to the 3GPP network element, its Operating System, and its main running Application(s). The objectives are
· To study and collect hardening requirements
· To study whether some network elements need to be hardened more than others, i.e. depeneding on typical deployment scenarios and on threat situations 
· To study and collect associated  test cases, where feasible
The study takes into account existing, typical physical security adequate to the type of network element. For example, it does not assume physical access by intruders to a core-network  network element, whereas to a radio base station such assumption has lower validity.
----------------------------------------------------------------End of Change-----------------------------------------------------------

