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1. Overall Description:

TSG SA3 was requested in an LS (SP-120423) to take the GSMA white paper into account for further work/study on network optimization techniques that mitigate 3GPP network issues due to penetration of smart phones. 
TSG SA3 identified these areas for further work/study:


- Possible ANDSF related security work in order to support 
 VS-7, 
AN-9. This security work will depend on the progress of the overall work on ANDSF enhancements in 3GPP. 
From TSG SA3 perspective NT-1 is already supported in TS 33.223.
From TSG SA3 perspective the support of Authentication Tuning as described in SD-3 and NT-5 and Content Authorization as described in VS-21 does not require changes to the 3GPP specifications as these are already possible today with suitable configuration. 
2. Actions:

To SA group:
ACTION: 
TSG SA3 kindly asks TSG SA to take this information for a possible reply to GSMA into account.
3. Date of Next SA3 Meetings:
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�VS-3 is about ' Client content caching and network off-load: ' What is the relation to SA3 specification work? 


�VS-23 is only a wholesale reference to section 3.4, which contains many requirements not pertinent to 3GPP security. 





