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1. Overall Description:

Both S3-120419 and S3-120458 are trying to address/clarify the issue arising from RAN3 on whether HeNB can impersonate an eNB, but in different ways. This contribution provides some comments to both. 
2. Comments 
The current requirements in TS 33.320, Section 4.4.9 (pointed out by S3-120356 and S3-120419) and in Section 5.4 (pointed by S3-120419) cover the case of verifying the HeNB ID in all UE associated messages to be the identity used to establish IPsec.  It may or may not be possible for a H(e)NB to fake an eNB ID to the network, but in case it does, the network verification would be able to catch it based on correct implementation of the current requirements.  
We believe the current requirements are sufficient. But if SA3 believes that the clarification as proposed in S3-120419 would help implementers to understand the requirements more clearly, we would not object to SA3 approving S3-120419.  On the other hand, the additional requirements proposed in S3-120458 are not necessary and would only make the requirements more confusing so we would object to those requirements.
