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1
Introduction
In IMS P2P security threats section, an attacking named Adversarial content announcement is mentioned. Related security requirement are also made. So this contribution proposes a security solution to fulfill this requirement.
2   pCR
============================Begin of Change=========================

5
Security Solutions
Editor’s Note: This clause is intended to describe solutions which fulfil the security requirements listed. 
5.x Security solution against adversarial content announcement
As TR 23.844 described, the Tracker AS records and maintains the index of contents/content segments and where the contents/contents segments are cached. As a result, Tracker AS has the ability to know the real mapping information between segments and peers. 
Under this fact, security solution against adversarial content announcement can be made in two ways:
1) The first way is to forbid UE announcement. When one peer who wants to download content, it should only connect to Tracker AS to get segment information, then the peer can get content from network peer or other user peers based on the segment information. 
Note: It will increase Tracker AS burden and would cause DoS attack.
2) The second way is to allow UE announcement, but Tracker AS will check whether the content announcement is correct or not. To reduce the Tracker AS burden, the checking procedure can be executed periodically. Considering efficiency and cost, checking cycle should be carefully designed based on network deployment scale, amount of users, and data transfer frequency..
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