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1. Problem statement
According to the latest architecture for MTC specified in TR 23.682 by SA2, SME is introduced to terminate Tsms interface, and it is used to represent any network entity (e.g. SCS) that can send a trigger to a UE encapsulated in a MT SMS as an over-the-top application. In such a way, the functionality of SCS that triggers a UE based on SMS over Tsms is moved to SME.
In SA3 TR, there is SeGW between MTC server and core network. But now SME may be not only MTC server, but also it can be other entity, then is it necessary to have SeGW for all the SME? This is a question which has not been discussed last meeting in SA3, because it only finishes the talk for MTC server. 
Yet this issue is quite important, because the authorization proposal of the SMS based triggering is highly depending on this archicture. If there is SeGW, then some authorization functionality should be moved and placed in SeGW, otherwise, it can be placed in SMS-SC. 
2. Discussion 
1.
SeGW exists in the Tsms interface.In this case, SeGW can perform any security functionalities which agreed in last SA3 meeting. Yet when we consider the following authorization of SMS trigger, we need to change the authorization functionality to SeGW then. 
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Fig. SeGW in Tsms interface
2. If there is no SeGW in the Tsms interface, in this option, all of the security functions shall be performed in the SMS-SC, which can impact the network so much because current products may not support this functionality.  And also it shall be so unsecure because SME directly send SMS to SMS-SC, it is usually not preferred by operators that SMS-SC can be disclosed so much outside. 
So we suggest we need to discuss first whether or not there is SeGW in the Tsms interface. 
Proposal
1. We think we need to come to agreement first in SA3 on whether there is SeGW in the Tsms interface. 
2. When we select, considering the security factor and the backward compatibility, so it is better to have SeGW
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