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1. Overall Description:

3GPP TSG SA WG1 thanks GSMA SOLU for their liaison statement. The comments and questions raised were discussed and 3GPP TSG SA WG1 would like to provide the following feedback.

1.1
Generic comments
GSMA SOLU statement:

IWG SOLU understands the impact of INIPUI being comparable to that of number portability in today’s word. Key differences to today’s number portability solutions being

· User Identities for a particular domain are not only shared between national entities (national MNOs) but across global entities

· User Identities from other ecosystems, e.g. email (mailto) can be used in the mobile ecosystem

Therefore, any solution must be a global one from the very beginning. National solutions as deployed today for mobile number portability will not be successful.

3GPP TSG SA WG1  response:
3GPP TSG SA WG1 acknowledges that the solution for INIPUI must be global from the beginning and that national solutions will not be successful.
3GPP TSG SA WG1 would like to emphasise that INIPUI does not relate to number portability and thus, should not be seen as a number portability solution. On the contrary, INIPUI finds closer relation with e.g. allocation of global mail addresses in the context of a multinational corporation in which employees are assigned addresses of the type “name.surname@company.com” which do not identify the actual location of the employee and his/her serving server (e.g. whether in UK, Sweden..) and for which appropriate resolution is needed.
GSMA SOLU statement:

Based on this understanding, SOLU would like to highlight to 3GPP that despite the fact a solution is proposed and implemented by GSMA on how to overcome mobile number portability in an IMS space (well known as Pathfinder) this solution is not yet adapted by the telecom industry for several reasons

· The commercial model is very difficult

· There is substantial resistance of MNOs to disclose their user data to 3rd parties.

3GPP TSG SA WG1  response:

3GPP TSG SA WG1 understands the commercial difficulties, however 3GPP can only addresses the technical solutions that the market may adopt.
1.2
Querying registry by an IPX Provider

GSMA SOLU statement:

-
[…] As the final destination of a call would be known only after querying the registry the operator does not know the cost of terminating the call. Normally, operators do not pass a call to an IPXP for routing if the cost of the call (e.g. final destination, termination costs of the terminating network) is not known in advance.

-
This situation could be overcome, if the IPX Provider would resolve the INIPUI and provide information back to the operator, before the operator decides how to route the call.
3GPP TSG SA WG1  response:

In order to satisfy the need to know the cost of terminating a call, two models are foreseen:

1. The originating operator is capable of querying the registry by itself, and thus is able to determine the destination of the call, taking any appropriate action based on that.
2. The originating operator passes the responsibility of resolving the INIPUI to a third party so the requirements need to allow the result of INIPUI address resolution to be sent back to the operator before routing is performed. Two possibilities are detected in this scenario:

a) The final destination is indicated to the originating operator. As a result, it is not necessary that the same entity does both INIPUI address resolution and call routing.

b) The resolved INIPUI address does not indicate the final destination but addresses an entity from where further INIPUI resolution can take place. In such cases call routing and INIPUI resolution will take place in a step wise manner.

Requirements that take this scenario into account have been agreed and are attached.

1.3
INIPUI Registry

GSMA SOLU statement:

-
If there exist several registries it is unclear how an operator is able to reliably identify the correct registry for a given INIPUI (more precise for the domain name in the INIPUI). It would be necessary


1. For an operator to connect to all existing registries, or


2. There is a demand for a hierarchy of registries with a root entry (similar to Pathfinder), or


3. There exists one global registry only.

3GPP TSG SA WG1  response:

The organisation of INIPUI Registries is out of the scope of 3GPP; however the operator preference stated in TR 22.894 is that only one INIPUI Registry needs to be queried.

GSMA SOLU statement:

-
How can a registry reliably ensure no illegal request are answered, e.g. from entities who just want to re-sell identities to other parties? Does this 3GPP activity analyse how sources can be authenticated?  

-
It is mandatory to ensure the source of any such query is unambiguously identified to ensure security and avoid illegal queries.

-
Access control is not ensured, i.e. the querying party cannot be reliably authenticated in all cases.

3GPP TSG SA WG1  response:

A requirement that ensures the source of the query, and not necessarily the intermediate networks in between, is identified to the INIPUI Registry and that the source must be authenticated with the INIPUI Registry before access to the INIPUI Registry is granted. The INIPUI Registry must be able to deny access, or provide a partial resolution to an appropriate trusted network, for unauthenticated parties.

It is also noted that such a requirement would apply to registries that resolve any alphanumeric SIP URI and not just INIPUI per se.

Requirements that take this scenario into account have been agreed and are attached.

GSMA SOLU statement:

-
One INIPUI could be linked to several operators, e.g. to one operator for voice service but to another operator for RCS and yet another for data. The registries response should be restricted to service specific resolution of INIPUIs. Is such a service specific separation foreseen?

3GPP TSG SA WG1  response:

Current discussion in 3GPP TSG SA WG1 has not seen the need to have one INIPUI address for the same URI scheme (e.g. sip:) associated with different services provided by different operators.
1.4
Security aspects

GSMA SOLU statement:

-
SOLU would like to better understand the kind of credentials that 3GPP has in mind. SOLU agrees mechanisms are required to reliably authenticate the source party of a query. Up to now, SOLU is not aware of any global identification scheme for service provider. 

SOLU is aware of an activity within IETF documented in http://i3forum.org/sites/default/files/i3_Global_SPID_Specifications_Release_1_may_2011.pdf 

Would such a globally unique Service Provider Identification meet the 3GPP requirement for a secure credential?

3GPP TSG SA WG1 response:

3GPP TSG SA WG1 sought the advice of 3GPP’s security working group, 3GPP TSG SA WG3 on these security questions. Their response is attached in document S1-120242/S3-120224.
1.5
Unique public identity

GSMA SOLU statement:

-
SOLU would like to understand if a public identity belonging to the operator is required for registration and legal intercept? Is such a public identity foreseen in the 3GPP proposal in addition to the INIPUI?  

3GPP TSG SA WG1  response:

In the IMS environment, each user will have a public identity associated with the IMS operator that takes the form of a Tel-URI. The INIPUI is an alias to this operator-specific public identity. Therefore, no additional public identity as described by GSMA SOLU is required.

2. Actions:

To GSMA SOLU group.

ACTION: 
Please review the responses provided.
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