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1. Introduction
This document contains information about the TSG SA #55 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #55 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_55/Docs/
The draft SA #55 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_55/Report/
The SA3 status report to SA #55 (SP-120029) is attached. 

2. SA #55 Outcome on SA3 Submissions

All our CRs were approved without modifications.
In addition, MCC introduced a CR correcting references in TS 33.402. The CR was approved in SP-120113.

Our study item proposal on “Security Study on Spoofed Call Detection and Prevention” was approved without modifications. The approved SI can be found in SP-120030. There was a comment that LI aspects might need to be considered. We should keep this in mind when continuing the work on our study, and identify whether SA3-LI involvement is needed.
Our draft TR on “Study on Protection against Unsolicited Communication for IMS” was approved. The approved version is found in SP-120031. As there has been no normative work done in this WI, it was decided to abandon TS 33.237 (Specification of Protection against Unsolicited Communication for IMS).
Our draft TR on “Single Sign On (SSO) application security for common IP Multimedia Subsystem (IMS) based on SIP Digest” was approved in SP-120032. SA also endorsed the proposal to convert the TR to an 800-series TR. As the TR was approved, further changes need to be done with CRs (not pseudo-CRs).
3. SA #55 Outcome on SA3-LI Submissions
All our CRs were approved without modifications.

4. Machine Type Communication
SA2 submitted their draft TR on “System Improvements for Machine-Type Communications” in SP-120096. The document was noted, since SA2 intends to use the draft TR for further study in Rel-12.
TS 23.682: “Architecture Enhancements to facilitate communications with Packet Data Networks and Applications”, was approved in SP-120095. This TS contains the normative work of SA2 for Rel-11, including device triggering procedures. In relation to this, SA endorsed our proposal to include security of device triggering into TS 23.682. Any CRs submitted to SA3 #67 on device triggering security should thus use the latest version of TS 23.682 as a basis. Please note that the scope of the TS also needs to be updated to indicate that security aspects are included for device triggering.

SA discussed the answer LS on “SA WG1, SA WG2 on corrections for secure connection” (SP-120130, we will receive the LS to SA3 #67). The SA2 chairman commented that more detailed work on this has been done in SA2. Alcatel-Lucent commented that the operator may not have control on the security used in the direct connection model. The corresponding CR was approved in SP-120103.

Based on the discussion, an action point was given “to SA2 and SA3 to review this work and to provide any further alignment CRs required”.

SA1 submitted TR 22.988 v2.0.0 on “Study on Alternatives to E.164 for Machine-Type Communications” to SA. This TR was approved in SP-120107.
Work on M2M Dual Priority is ongoing. An LS has been sent from CT1 to groups that are involved in the work (SP-120009).

SA1 submitted a WID proposal on “Support for M2M service enablement” (SP-120110). SA discussed the scope of the WID. As a consequence, the WID was noted and SA1 was asked to review proposal to clarify the scope of the work.

5. Wi-Fi Roaming

GSMA and Wireless Broadband Alliance have been working together “to agree and document the requirements on networks and devices to support the capability for Wi-Fi Roaming”. Based on this work, an LS was sent to 3GPP and Wi-Fi Alliance (SP-120003). There are a number of requests to 3GPP, including a request to clarify the definitions on the terms trusted and untrusted.
An initial response LS was sent from SA #55 in SP-120186, indicating that the LS has been forwarded to relevant 3GPP working groups, and that a response can be expected before June. A second LS from SA #55 (SP-120170) asks the relevant 3GPP working groups (SA2, SA3, CT1) to work on a response LS. SA2 has the lead for formulating a response, but is asked to consult with SA3 and CT1. This is a topic that might lead to a joint session (SA2, SA3, CT1) at the co-located meeting in Kyoto in May.

6. BBF

TS 23.139: “3GPP System-Fixed Broadband Access Network Interworking” was submitted for approval by SA2. The TS also covers security aspects for the interworking, in large referring to SA3 specifications. The TS was approved in SP-120093.
SA also discussed the way forward on the BBAI work in Rel-12. SA asks SA2 to commence work on a new WID, based on objectives of Building Block III from Release 11. Two LSs in relation to this were sent by SA (SP-120187, SP-120188).
7. PWS

SA1 submitted CRs for removing security requirements related to PWS. These CRs were discussed and modified during the SA meeting. As the outcome, only one requirement security remains for PWS in Rel-9 to Rel-11. This requirement states the following:

“

PWS shall only broadcast Warning Notifications that come from an authenticated authorized source.

NOTE 1:
This requirement is subject to regulatory policies.

NOTE 2:
The authentication and authorization of the source are outside the scope of 3GPP Specifications.

“
A corresponding change was done to ETWS for Rel-8. The updated CRs on security requirements for ETWS and PWS were approved in SP-120172.

SA1 also submitted a CR on disabling receipt of PWS messages. This CR specifies the two flags that were agreed for this purpose by SA #54. There was some discussion on these CRs, and they were modified during the meeting. The main change is an new note, indicating what the effect of the second flag is in Rel-11, as there is no security protection for Warning Notifications in Rel-11. The updated CR was approved in SP-120185.

SA2 submitted CRs remove Warning System details from TS 23.401 to TS 23.041. This is based on the guidance from SA #54, and CT1 is working to update TS 23.041 accordingly. The SA2 CRs were approved in SP-120064.
There was a discussion in SA on how to proceed with PWS security, since there are not any Rel-12 Stage 1 requirements currently. Based on this, we got an action point together with SA1 to update the existing WI on PWS security until the next SA meeting:

“SA WG1 and SA WG3 were asked to coordinate and align the PWS Security work for Rel-12. CT WG1 should also be kept informed of any changes to the requirements.”

As the next SA1 meeting is before SA3 #67, it is likely that SA1 is going to update the WI first, and we can build on those updates at SA3 #67.
8. SSO
SA1 submitted TR 22.895, “Study on Integration of Single Sign-On (SSO) frameworks with 3GPP networks”, for approval. The TR was approved in SP-120108.
SA1 also submitted a WID proposal for normative work: ”Service requirements for integration of Single Sign-On (SSO) frameworks with 3GPP networks” (SP-120111). There were input contributions to SA that proposed updates to the proposal by SA1. An updated WID was approved in SP-120184. However, some issues remained open. Especially, there was a discussion on whether both UICC and non-UICC methods are in the scope. As a conclusion was not reached at SA #55, SA1 got an action point to review SP-120184, and bring any necessary changes to SA #56.
9. Firewall Traversal
The SA1 report (SP-120100) indicated that SA1 has not progressed on “Service and Media Reachability for Users over Restrictive Firewalls – SMURFs” since SA #54. Thus, the status of this work item remains as 20% complete.
10. Other Issues of Interest
TR 23.849, "Study on Stage 2 aspects of Optimised Service Charging and Allocation of Resources in IMS whilst Roaming", was submitted for approval by SA2. The TR includes some security considerations. The TR was approved in SP-120094. 
SA4 submitted CRs on “Aligning security parameters in Service Protection Description with SA3 MBMS TS”. These were agreed in the CR pack in SP-120020.
The GERAN report in SP-120132 (slide 18) states:

“

Usage of L2 UL/DL random bits

 - Small updates were done clarifying the exact part of the fill bits that are expected to be random; clarifying that within the random bits the '2B' occurrence is still possible

- Outgoing LS sent to GCF and PTCRB to inform them that the TC are ready for inclusion into certification

“
11. Rel-11 Stage 2 Freeze and Rel-12 Deadlines
There were no exceptions submitted to SA #55. Thus, SA #55 froze Stage 2 for Rel-11.
It was agreed to set March 2013 as a tentative Stage 1 freeze target for Rel-12, which can be assumed to be the earliest freeze date. This will be reviewed at SA #56. No targets were set for Stage 2 and Stage 3, since the RAN June 2012 Workshop input is needed for setting the Stage 2 freeze target.

In relation to this, the Leaders group held an evening session to discuss release planning and guidelines for best practices. The work continues, and results of the work are expected to be reported to SA#56.

12 IETF dependencies

The IETF Status Report was provided in SP-120136. SA agreed to asks WGs to review their specifications and to identify any issues with referenced internet drafts. An LS was sent on this to the WGs in SP-120162. SA3 WI-rapporteurs and TS-rapporteurs are asked to take SP-120162 in account and review the SA3 specifications accordingly.
13. Improvements to Working Methods

Some modifications to the CR template were proposed by MCC. The updated CR template was approved in SP-120115.
There was some discussion on our use of living documents. The TSG SA Chairman gave the guidance that if work will take a significant amount of time (rather than 2 or 3 WG meetings) then 800-series TRs should be used to give visibility of the work.

