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1. Discussion 
The study of reverse SRVCC (from UTRAN/GERAN to E-UTRAN/HSPA) has been finished in TR 23.885 and the adopted solution was included in TS23.216. Accordingly the security of reverse SRVCC (rSRVCC) should be addressed in TS33.401 and TS33.102.
During the rSRVCC if the target MME/SGSN doesn’t have the valid security context of the UE and can’t find it from the source SGSN/MME, there are two alternative to solve the problem:

1) derive the KASME/CKPS||IKPS from CKCS||IKCS. 
2) the rSRVCC HO will be cancled as in the current clause 8.2.2 of TS23.216. (If there is a valid PS domain security context of the UE, it will be used. ). 
It’s a trade-off between simplying the rSRVCC procedure and increasing the success rate of rSRVCC.
Proposal 

Since the failure case caused by no valid security context of the UE may not occur so often. We propose SA3 to choose alternative 2) and approve the two CRs companied with this paper.
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