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Abstract of the contribution: This document provides proposed text for the Uses Cases Based on Access Types section of the Technical report for the iFire SID.
5
Use Cases
******************************START OF CHANGES******************************
5.1
Use Cases Based on Access Types
Editor’s note:

Please note that the following use cases are out of scope for Rel-11(from the perspective of changing FW traversal for those existing mechanisms and are in scope from the perspective of IP interface selection) and could be in scope for Rel-12:

· Untrusted non-3GPP access (3GPP 23.402)

· GAN Access (3GPP 43.318/3GPP 44.318)

· 3GPP access (PS access via GPRS, EDGE, UMTS, HSPA, LTE, LTE-A and WLAN)
5.1.1
WLAN Direct IP Access

The figure below shows WLAN network model (3GPP TS 23.234). According to 3GPP TS 23.234, the WLAN Direct IP Access service allows authorized subscribers to access local IP networks such as the Internet or Intranet directly from the WLAN AN. The interface to the 3GPP AAA server is only for the signalling interface and the user traffic from the WLAN UE goes directly to the Intranet/Internet.
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Figure XXXX: Simplified WLAN Network Model
If IMS services run over WLAN Direct IP Access network and if there are NIMSFW in the WLAN Direct IP Access netowk, the IMS services could be blocked by the NIMSFW thus preventing the operator from running the IMS services.
Note: The IMS Services and the 3GPP AAA server could potentially be operated by different operators.
5.1.2
Trusted non-3GPP Access

According to 3GPP TS 23.402, whether a Non-3GPP IP access network is Trusted or Untrusted is not a characteristic of the access network. In non-roaming scenario it is the HPLMN's operator decision if a Non-3GPP IP access network is used as Trusted or Untrusted Non-3GPP Access Network. In roaming scenario, the HSS/3GPP AAA Server in HPLMN makes the final decision of whether a Non-3GPP IP access network is used as Trusted or Untrusted non-3GPP Access Network.

Figure below shows Non-Roaming architecture with EPS using S5, S2a and S2b. S2a interface for Trusted Non-3GPP IP Access supports PMIPv6 [RFC 5213] and Client Mobile IPv4 Foreign Agemt (FA) mode based on RFC 3344 and RFC 3024.
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Figure XXXX: Non-Roaming Architecture within EPS using S5, S2a,S2b

Based on RFC 3344, the packets from the MN to the CN are carried as IP packets destined to the CN. If RFC 3024 mechanism is used, the the packets destined to the CN will be tunnelled to the FA using RFC 2003 datagrams. So, If there is NIMSFW present in the Trusted non-3GPP IP Access network while using RFC3344 or RFC 3024 based mechanism, the IMS traffic from the UE could be blocked by the NIMSFW thus making it not possible to run IMS services. Similarly, NIMSFW could also block IMS traffic while using PMIPv6 based on RFC 5213.
Note: Please note that 3GPP TS 23.402 has many different architecture scenarios for both roaming and non-roaming scenarios where presence of the NIMSFW could block the IMS traffic. Please refer to section 4.2 (Architecture Reference Model) to get more information on these possible architectures.
5.1.3
TISPAN & Generic IP Access
Telecommonication and Internet converged Services and Protocols for Advanced Networking (TISPAN) adopts 3GPP IMS architecture for SIP based applications.  As specified in ETSI TR 180 001 v1.1.1, TISPAN architecture is required to support access networks of diverse technologies and capabilities. Example of “Access Network” given in the above ETSI spec includes xDSL, Optical aceess, Gigabit Ethernet, Cable networks, 3GPP or 3GPP2 PS domain and othe wireless acess network types.  
ETSI TR 187 008 v1.1.1 is the NAT traversal feasibility study report for TISPAN architecture and analysis various NAT traversl mechanism and limitation with those mechanisms in running IMS services in the TISPAN architecture. Given the wide range of access networks supported by the TISPAN architecture, we could have NIMSFW in the path beween the UE and the P-CSCF (Gm interface) which could block IMS services thus limiting the use of TISPAN architecture for running IMS services.


*******************************END OF CHANGES*******************************
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