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Abstract of the contribution: This contribution is to simplify PWS key update procedure for solution 2.
1 Introduction
In current living document, there is an Editor’s Note which is about overload problem of PWS key update for solution 2. This contribution is to simplify the PWS key update procedure and to solve this Editor’s Note.
2 Analysis

Solution 2 in the living document has provided a PWS key update procedure. For the third step of this procedure, once a UE notices that at least one of the broadcasting PWS key identifiers is different from the one it stored, UE shall perform a location update procedure (RA/TA/LA update request message) to request the updated next PWS key. There are three optional occasions for the UEs to trigger the key update procedure:
· UE performs PWS key update by triggering TA/RA/LA update procedure immediately; 
· UE delays a short random time to trigger TA/RA/LA update procedure to request PWS key update;
· UE performs PWS key update till the next TA/RA/LA update procedure.
In the LS from CT1 it is mentioned that “in general it is desirable to keep the extra information to be added to the NAS messages as small as possible and keep the frequency at which the extra information needs to be sent as infrequent as possible”.
For the first two occasions, UEs may trigger related signalling procedure on their own, which will more or less increase load of both UE and network nodes. Even though these procedures won’t cause overload problem consequently, these effect is not expected as discussed in the last meeting.

For the third occasion, UEs just update PWS keys throuth nomal TA/RA/LA procedures, not triggering any signalling procedure due to PWS security feature. So based on this method, there is not any load introduced for both UE and network nodes.

So we delete the first two methods and only keep the third one, and the Editor’s Note about overload problem may be deleted.
3 Proposal
It is proposed that SA3 agree the pCR below for inclusion in the PWS living document. 
************************** start of changes ************************
5.3.4 PWS key update

Even if the frequency of PWS key update is rather low, it should also provide a mechanism to permit PWS key to be updated. This solution uses a point-to-point secure channel to update PWS keys.

The network activates and updates PWS keys as follows:

· Two PWS keys are used: the current PWS key and the next PWS key. The current one is the activated one which is used to verify the current PWS notification; the next PWS key is used to verify the PWS notification after it has been activated when the current one is deactivated.

·  When CBC determines to change the next PWS key to current PWS keys, it shall also update the next PWS key with a new one. And CBC shall send the updated next PWS key and its identifier to the network entities (MME/SGSN), together with the current PWS key identifier.
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Figure 5-7: PWS key activates and updates by network side
UE activates and updates PWS keys as follows:

· The serving network always broadcasts the current PWS key identifier and the next PWS key identifier. The network entities notify the corresponding RAN to broadcast the just activated current PWS key identifier and the updated next PWS key identifier.

· UE activates the stored next PWS key to the current key as the serving network indicates.

· Once a UE notices that at least one of the broadcasting PWS key identifiers is different from the one it stores, UE will performs PWS key update till the next normal TA/RA/LA update procedure. 
· 
· 
· 
· In response to each successful tracking area, routing area or location area update, the network entity provides the PWS key requested by UE. 

· UE stores the received new PWS key as the next one.
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Figure 5-8: PWS key activates and updates by UE side

************************** end of changes *************************
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