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1. Overall Description:

MIKEY-IBAKE has been proposed in TR 33.829 as an IMS media plane security solution for users with high security requirements. At SA3#66 a contribution was presented in S3-120175 which highlights a security vulnerability introduced by the PRG based solution for performing LI with MIKEY-IBAKE which is described in section 5.2 of SA3LI12_031r1. This contribution concludes that the current version of the PRG based LI solution for MIKEY-IBAKE is not suitable for use due to complexities with respect to verifying timestamps needed to protect against man-in-the-middle attacks. SA3 believes that further study is needed to address these concerns.

2. Actions:

To SA3-LI
ACTION: 
SA3 kindly asks SA3-LI to take the above information into account.
3. Date of Next TSG-SA WG3 Meetings:
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