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1
Introduction
Due to the requirement in SA1 in TS 22.368: 

“The network operator shall be able to restrict the use of a USIM to specific MEs/MTC Devices”,

this p-CR to TS 33.401 proposes to introduce a new optional feature in HSS, where the HSS may hold a list of authorized combinations of IMEI's per IMSI. This feature secures that only authorized combinations of USIM’s and ME’s are used. 
If unauthorized IMSI/IMEI combinations are detected by the HSS, the HSS shall reject registration attempts from the UE.
This document is presented for information to SA3 #64 and it shows what the impact of such solution would be to 33.401.
2
Proposal
We propose that SA3 discusses the p-CR below to TS 33.401 Rel-11.

3
PCR to TS 33.401
*** BEGIN CHANGES ***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[18] – [20]
Void.

[21]
3GPP TS 36.331:"Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Resource Control (RRC); Protocol specification".
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[31]
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[32]
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3GPP TS 22.368: "3rd Generation Partnership Project;Technical Specification Group Services and System Aspects; Service requirements for Machine-Type Communications (MTC)".
*** NEXT CHANGES ***
5.1.5 IMSI-IMEI binding in HSS
As an optional function to secure that only authorized combinations of UICC and ME's are used (see sub clause 7.1.1 in 3GPP TS 22.368 [xy] for corresponding stage 1 requirement), the HSS may hold a list of authorized combinations of IMEI's per IMSI. If unauthorized IMSI/IMEI combinations are detected by the HSS, the HSS shall reject registration attempts from the UE.
*** END OF CHANGES ***
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