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1. Introduction

SA2 has made progress on the TR 23.844. It is proposed to add the threat and requirement below to the living document analyzing security aspects of IMS based P2P content distribution service.
*********************************start of change **********************************
3
Security threats
Editor’s note: This clause is intended to analyze relevant security threats caused by IMS P2P system compared to IMS system.
3.X Eavesdropping
Two legitimate users may share content using IMS based P2P Content Distribution service. A malicious user may eavesdrop on the communication and obtain the content on PP_m2 interface in Alternative 1 architecture model.
4
Security Requirements
Editor's note:
This clause is intended to provide appropriate security requirements to eliminate or reduce the threats listed in above clase. 
The following general security requirement was identified:

· It shall be possible to protect the content from eavesdropping on PP_m2 interface in Alternative 1 architecture model.
*********************************end of change **********************************
