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1
Introduction
It is desirable to reuse the standardized solutions in TS 33.328 also for other types of media such as MSRP and SIP MESSAGE. MIKEY was already from the beginning meant to be used for different protocol types but currently only the prototype SRTP has been registered.

To protect MSRP and SIP MESSAGE with keys from MIKEY-TICKET, new registrations in the prot type registry are needed. Currently new protocol types can only be registered by IETF consensus but this will change if draft-arkko-mikey-iana becomes an RFC. draft-arkko-mikey-iana softens the IANA registration requirement for most of the MIKEY registies and makes it possible for 3GPP to do registrations without any RFCs. It is currently in last call (ends April 27). As the registry updates was requested by IESG, the draft is very likely to become an RFC.
Usage of the new prot type registrations is defined in S3-110460, S3-110461
2
Proposal
It is proposed that the following tentative IANA registrations are approved.
3
PCR

*** BEGIN CHANGES ***
2
References

[xx]
IETF RFC 3830: "MIKEY: Multimedia Internet KEYing"

*** NEXT CHANGE ***
Annex X (normative):
IANA Considerations

X.1
IANA Assignments

This clause defines several new values for the namespace Prot Type defined in IETF RFC 3830 [xx]. IANA is requested to record the assignments in Table X.1 to the namespace Prot Type in the MIKEY payload registry. The Prot Types can be used by any MIKEY mode.

Table X.1: Prot Type (Additions)

	Type
	Value
	Comments

	TLS
	TBD1
	TLS-PSK

	PSK/MIME
	TBD2
	See Annex Y

	Application Specific
	TBD3
	Application Specific


Editor’s note: 3GPP can only make these registrations if draft-arkko-mikey-iana becomes an RFC. Currently an RFC is needed to register new values. The draft is AD-sponsored and in last call (since March 30).

TLS: This Prot Type provides a pre-shared key (TEK) to be used in pre-shared key ciphersuites for (D)TLS. As the TLS handshake includes key-management and derives a TLS session keys, the TEK can be used to set up several TLS sessions. As the TLS handshake includes negation of parameters, security policies (SP payloads) shall not be associated with the Crypto Session (CS).

PSK/MIME: This Prot Type provides keys to be used to protect MIME content as specified in Annex Y.

Editor’s note: It is ffs which keys to use (TEK, encr_key, auth_key, salt_key) and whether Security Policies (SP payloads) are needed.
Application Specific: This Prot Type provides pre-shared key(s) to be used in an application specific security protocol. Security policies (SP payloads) shall not be associated with the Crypto Session (CS).

*** END OF CHANGES ***
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