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1
Introduction
This pCR is intended to discuss the two alternatives for BSF to retrieve SD-AV from HSS in Section 7.2.1.
2
Discussion

There are two alternatives for BSF to retrieve SD-AV from HSS, using the interface Cx or extended Zh.
If the Cx is chosen, the HSS would be re-used with no modification, which is the most significant advantage of using Cx. The Cx interface is specified in Section 8.1.1 of TS 29.228 as follow, 
“It is possible that in certain situations the HSS receives a Multimedia-Auth-Request (MAR) command including a S-CSCF name, which is not the same as the previously assigned S-CSCF for the user. … … 

In this case, the new S-CSCF is assigned for the user and if registrations in the previously assigned S-CSCF exist for the user, these registrations in the old S-CSCF are handled locally in the old S-CSCF, e.g. re-registration timers in the old S-CSCF shall cancel the registrations. Additionally, the HSS should de-register the registrations in the old S-CSCF by using the Registration-Termination-Request command.”
When the S-CSCF name in the received MAR is not the same as the previously assigned name, the HSS would de-register the registrations in the old S-CSCF. As a result, it might affect the user experience. There is a method to solve this problem, although it is not a general solution. That is, get the previous S-CSCF name from the HSS before sending MAR, and then re-use the previous S-CSCF name in MAR. However, the solution would fail if the S-CSCF name is banded with the realm or IP address.
If the extended Zh is chosen, the HSS needs to be modified to support this interface.
Since these two interfaces both have advantages, it is suggested to optionally support these two alternatives.
3   pCR
==============================Begin of change========================================
Reference points:

· The Ua and Zn [11] interface could be re-used. The Ua protocol is application specific and here uses HTTPS. The bootstrapping procedure is nearly the same as UICC based GBA in TS 33.220. The mutual authentication between UE and BSF is based on SIP Digest credential and an extension to the used mechanism in TS 24.109 [12] for the Ub interface. 
· There are two alternatives for BSF to retrieve SD-AV from HSS
a) Cx interface: The HSS needs no modification if Cx is chosen. This is the most significant advantage of choosing Cx. However, as specified in Section 8.1.1 of TS 29.228, it is possible that in certain situations the HSS receives a Multimedia-Auth-Request (MAR) command including a S-CSCF name, which is not the same as the previously assigned S-CSCF for the user. In this situation, the HSS would de-register the registration in the old S-CSCF. This might affect the user experience.
b) Extended Zh interface: If the extended Zh is chosen, the HSS needs to be modified to support this interface. 

==============================End of change========================================
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