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Abstract of the contribution:

This pCR provides an addtional general security requirement.
1. Introduction

This pCR provides an addtional general security requirement. 
2. Discussion and Proposal

The TS22.368 (Release 11) in subclause 7.1.1 present following MTC common service requirement:

· The network operator shall be able to restrict the use of a USIM to specific MEs/MTC Devices (e.g. based on matching or mismatching of MTC Features and/or other types of MTC Devices).

In the MTC system, the MTC devices may be easily used unlawfully by some attackers. If a restricted UICC be used on some unauthorised MEs, it would cause security risks. So the network should provide network functions to control the use of the restricted UICC.

*****************************BEGIN OF CHANGE********************************
6 
General Security Requirement
Editor’s note: Contributions to this section should be aligned with agreements achieved in the security requirements sub-clauses of individual Key Issues.

· Network should be able to perform access control for MTC device accessing network, e.g, based on MTC device feature and/or subscription type.
· Network should provide mechanism to detect if the restriced UICC has been used on unauthorised MEs. And Network should also be able to restrict the MTC devices with UICC on unauthorised MEs accessing in.
Editor's Note: The meaning of “access control” (only authorization or authentication and authorization) need to be clarified.

*****************************END OF CHANGE********************************
