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Abstract of the contribution:

This contribution is a pCR for the MTC device Triggering Correction.
1. Introduction

This contribution is a pCR for the MTC device Triggering Correction.
2. Discussion
In TR33.868, there are two flaws shall be revised:

First, in section 5.1.1, the first sentence “Several use cases shall be considered in this living document as follows” shall be changed to “Several use cases shall be considered in this TR as follows”;

Second, at the last meeting we had approved that the word “online” means “in attached state” and the word “offline” means “in detached state”, therefore, in section 7.1.1, the sentence “If the MTC device is offline” shall be changed to “If the MTC device is in detached state”.

3. Proposal

It is kindly asked SA3 to discuss and agree section 2.

===============Begin of the First Change============
5.1
Key Issue - MTC device triggering
5.1.1
Issue Details

MTC device triggering issues are defined in TR 23.888, section 5.8. Several use cases shall be considered in this TR as follows:

-
A MTC device receives a trigger indication when it is in detached state.

-
A MTC device receives a trigger indication when it is in attached state and the MTC device has no PDP context/PDN connection.

-
A MTC device receives a trigger indication when it is in attached state and the MTC device has a PDP context/PDN connection.
===============End of the First Change==============
===============Begin of the Second Change===========
7.1.1
Solution 1 - Triggering
7.1.1
General Description
· Solution 1, If the MTC device is in detached state, the MTC Device should be able to validate the network identity when it receives a trigger indication.

· Solution 2, If the MTC device is in detached state, the network should protect the trigger indication message by using the last security context stored in the network and the MTC Device.
================End of the Second Change=============
