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Abstract of the contribution:
This contribution provides the architecture of the SSO subsystem for interworking with OpenID.
1   Introduction

This contribution provides the architecture of interworking with OpenID. The architecture is to co-locate the Application Server (AS) functionality with the OpenID Provider (OP). 
2
Proposal

We kindly propose SA3 to discuss about this and accept the following P-CR. 
***** Start of first change *****
7.3 Solution 2

7.3.3
Solution 2 - Evaluation
The solution which could realize SIP Digest-based SSO with the Common IMS in the UICC-less environment has the following advantages:
This solution could provide some forms of interworking with other existing SSO subsystem, notably OpenID and Liberty Alliance. The architecture of interworking with OpenID, which takes into account the baseline architecture from clause 7.3.1, is shown in Figure 7.3-4. In this SSO subsystem OP is co-located with an AS. And the interface between the UE and the RP, and between the RP and the OP are based on the OpenID protocol which are out of scope of 3GPP. 
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Figure 7.3-4: Architecture for interworking with OpenID
***** End of change *****
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