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1. Overall Description:

SA3 has recently discovered vulnerability with the current security architecture of H(e)NB.  SA3 share the description of this new vulnerability in the attached company contributions (S3-110307, S3-110051) and request 3GPP architecture working groups, RAN3 and SA2 to decide on appropriate changes in the H(e)NB architecture.
2. Actions:

To SA2 and RAN3 groups.

ACTION: 
SA3 asks SA2 and RAN3 to review the vulnerability description in S3-110051 as well as additional considerations in S3-110307 and to decide, in consultation with SA3, whether architectural changes (e.g. introduction of the additional interface described in S3-110051) would be warranted to alleviate this vulnerability.
3. Date of Next SA3 Meetings:
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