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1. Introduction
During SA3#62 it was agreed that the solution presented in S3-110034 is in scope (but does not exclude other solutions). The solution was not put in proper pseudo-CR form last meeting, since the TR draft became available at the same meeting and was agreed in S3-110210. In this Pseudo Change Request we outline the architecture and linkage to the existing 3GPP work.

Pseudo – Change Request

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[x]
3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture".
[y]
3GPP TS 24.109: "Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details".
[z]
3GPP TS 29.109: "Generic Authentication Architecture (GAA); Zh and Zn Interfaces based on the Diameter protocol; Stage 3".
[zz]
3GPP TR 33.924: "Identity management and 3GPP security interworking; Identity management and Generic Authentication Architecture (GAA) interworking".
[zy]
OpenID Foundation "OpenID Authentication 2.0", http://openid.net/.




7.2
Collocated GBA 
7.2.1
Rationale for solution 
This solution optimizes the existing GBA infrastructure to improve the efficiency for the identity management usage scenario, while still keep the extensibility and flexibility for other usage scenarios.


7.2.2
Solution description
The proposed solution is an optimization of the classical GBA outlined in TS 33.220 [x], TS 24.109 [y] and TS 29.109 [z] and the OpenID related interworking scenario in TR 33.924 [zz].
The figure below collocates the Network Application Function (NAF) together with the OpenID Provider (OP) and the optimized Bootstrapping Server Function (BSF) (grey box). 
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The formerly external interface Zn from TS 29.109 [z] becomes then an internal interface and it is possible to implement it as a simple database request.

The Zh interface should be utilized with minimal effort i.e. no support of GBA User Security Settings (GUSS).
The dotted lines are out for scope for 3GPP and describe the OpenID protocols specified by OpenID [zy].
7.2.3
Evaluation against findings in SA1 study
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