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1. Overall Description:

SA1 discussed the security requirements for PWS as defined in TS 22.268. SA1 is concerned that the current 3GPP specifications (23.041 and 23.401) define a message format for signing the warning message, but leave the details of the signature mechanism itself outside the scope of the 3GPP specifications.
As a result of the discussion, SA1 kindly asks SA3 to consider the following:

· to review the security requirements for PWS in TS 22.268; and

· to study solutions if the current 3GPP specifications do not sufficiently address the requirements.

In addition, SA1 would like to point out that that there are no service requirements to support PWS in a limited service state. However, it is up to UE implementation and local regulatory requirements whether a warning message that cannot be verified needs to be presented to the user. This was explained previously in S1-090199, copied to SA3 in relation with ETWS.

2. Actions:

To SA WG3:
SA1 kindly asks SA WG3 to consider the points above in their specification work.
3. Date of Next TSG-SA WG1 Meetings:
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Nov 2010
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