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Discussion and decision
1. Introduction
Some detailed descriptions in solution 7 are not clear as discussed in the S3-11xxxx.
2. Proposal
We propose to add the modifications into the solution 7 in the current TR as shown followed..
----------------------------------------------------------------Begin of Change-----------------------------------------------------------

10.7
Solution 7: AKA for Relay Node UE authentication and IPSec protection

10.7.1
General

In this solution, AKA is performed for mutual authentication between Relay Node and core network, and generate keys for AS communication and IP communication. IPsec is used to protect the S1 and X2 control plane signalling. The user plane traffic will be protected by the AS level security. We use IKE and AKA key will be used as the pre-shared key to the IKE, because it can provide more dynamic configuration and negotiation on the security parameters.
Solution 7 actually includes secure channel (PSK) + IPsec tunnel (PSK). 
10.7.2
Security Procedures
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Figure 10.7.2-1: AKA for IKE
The EPS AKA procedure is performed to authenticate the UICC in the Relay Node and core network. 
1.
When RN connects network as a legacy UE, AKA shall be performed, and KASME is generated by Relay Node and its HSS. MME will get KASME from HSS. At the same time, RN provide “I’m an RN” indicator to DeNB.
2.
RN and MME generate the KeNB independently, MME send the KeNB to DeNB, then both RN and DeNB share KeNB and related keys like KRRCenc, KRRCint, etc.
3.
NAS SMC negotiation is complete between RN and core network at first. Then a special AS SMC negotiation should be performed between RN and DeNB. As DeNB received “RN” indicator in step 1, it can derive a special key Kup_int for user data integrity protection based on KeNB and send a special security mode command with additional algorithm selected for UE’s UP integrity. RN derives this Kup-int as well and apply selected algorithm on UE’s UP integrity protection. As a result, PDCP bearer will be generated and protected

4.
A special KIKE will be generated from KeNB in RN and RN’s DeNB simultaneously.

5.
The key KIKE can be used for IKE authentication pre-share key instead of certificate. 
6.
A standard IKE negotiation procedure with pre-share key can be performed. IPsec tunnel will be generated by IKE and protection will be activated. What is more, IPsec can be updated by using standard IKE procedure.
After that, AS security communication and IPsec communication are all set up. Then AS security can be used to protect user plane data and IPsec can be used to protect control plane data between RN and DeNB.
10.7.3
UICC Aspects in RN scenarios

It uses the USIM, and there are the following ways to make sure it is secure binding between the USIM and RN.
Secure channel mechanism shall be used between the UICC and the Relay Node as described in ETSI TS 102 484 [12]. The secure channel shall be established before RN initially attaches to the network. The mechanism can be applied as below.

1. A pre-shared key can be pre-installed into RN.  



· 
· 





10.7.4
Pre-shared Key Enrolment procedures for RNs for backhaul link security


Before the RN and UICC are deployed, a pre-shared key will be generated and installed in RN and UICC manually. 
If re-key of the PSK is necessary, OTA mechanism can fulfill the update as below. . 

· The update can be performed as following: Firstly OTA server triggers the key generation center to generate the updated PSK. Secondly, this key is transferred to OTA server which is also inner operator’s domain. Thirdly, OTA server can initiate the key transfer to the RN and UICC. Fourth, RN/UICC confirms the update. This mostly happens at the application layer. It can be executed in this 3GPP scope. Note: this update does not happen frequently, it is only performed when necessary. 

[image: image3]
· As for the protection on the OTA messages,  at the very beginning, a shared pre-configured key or certificate can be installed between UICC and OTA server as well as the same requirement between RN and OTA server. A pre-defined algorithm was selected and implemented in all related devices. After that, the key can be transferred from OTA server to UICC and/or RN securely and OTA transmissions can be protected. E2e security protection based on the pre-configued PSK or equipment certificate can be applied. 



The relevant standard here can check OTA standard 3GPP TS 31.116 [9] which have defined all the commands and modules. It uses the same commands and modules to the terminal in this solution. 

And the procedures above can be based on the platform validation or integrity check which has certificate to make sure this device security. But platform validation is independent procedure and shall be applied into every solution. So here it is not described. 


----------------------------------------------------------------End of Change-----------------------------------------------------------
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