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Abstract of document:

The specification includes the details of SA3’s analysis of the threat and requirements for providing security in the relay architecture. It also provide several possible solution options and some analysis of those solutions. 
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Changes since last presentation to TSG SA Meeting #:

None as this is the first presentation
Outstanding Issues:

Several of the solutions could benefit from additional details that may help to choose between the solutions and with the normative specification of that solution if chosen.
The decision of which of the solution to proceed with.

Contentious Issues:

The contentious issue is making a selection between the various solutions. This decision will consist of two inter-related parts. Firstly which level to apply integrity protection for the S1-AP/X2-AP signalling on the Un interface. This is either with IPsec or  PDCP level integrity. Secondly which of the proposed solutions to use as the overall security architecture for relay security. 
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