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1. Introduction

The living document S3-100906 in subclause 3 describess the following definition:

1) MTC UE authentication: this is authentication of a UE using GSM AKA, UMTS AKA, EPS AKA, EAP-AKA, or EAP-AKA’ as defined in TSs 43.020, 33.102, 33.401, 33.234, or 33.402. 
2) MTC IMS authentication: this is authentication of the MTC device as an IMS UE by the IMS core as defined in TS 33.203. The need for such a form of authentication in the context of MTC is yet to be determined.

3) MTC ME authentication: this is authentication of the platform in the sense of device authentication as used in TS 33.320. The need for such a form of authentication in the context of MTC is yet to be determined, and, if needed, the appropriate mechanism would still have to be selected.

In the above definition, UE refers to the user equipment, and the UE authentication described in the TSs 43.020, 33.102, 33.401, 33.234, 33.402 or 33.203 all refer to the User authentication. The UE and ME both mean the communication equipment, so, in the definition, MTC UE authentication and MTC ME authentication may lead to some confusion. 

Therefore we propose to change UE into the User in corresponding definition listed in this living document to accurately reflect the meaning the definition.
2. pCR

The following pCR is for living document, S3-100906, “Security Aspects of Network Improvements for Machine-Type Communication”. 
***************** 1st CHANGE ***************
3. General Security Requirements
At least four types of authentication may have to be considered in the context of MTC:

1) MTC User authentication: this is authentication of a User using GSM AKA, UMTS AKA, EPS AKA, EAP-AKA, or EAP-AKA’ as defined in TSs 43.020, 33.102, 33.401, 33.234, or 33.402. 

2) MTC IMS User authentication: this is authentication of the MTC User as an IMS User by the IMS core as defined in TS 33.203. The need for such a form of authentication in the context of MTC is yet to be determined.

3) MTC ME authentication: this is authentication of the platform in the sense of device authentication as used in TS 33.320. The need for such a form of authentication in the context of MTC is yet to be determined, and, if needed, the appropriate mechanism would still have to be selected.

4) MTC application authentication: this is authentication between the MTC application on the MTC device and the corresponding authentication on the MTC server. 

Similarly for confidentiality or integrity, four types of terms to be considered for MTC:

1) MTC 3GPP access confidentiality / integrity: this is the feature provided by the confidentiality / integrity mechanisms defined for interfaces between the UE and the 3GPP network in TSs 43.020, 33.102, 33.401, 33.234, or 33.402 including any possible enhancements for MTC purposes;
2) MTC IMS access confidentiality / integrity: this is the feature provided by the confidentiality / integrity mechanisms defined for interfaces between the UE and the IMS core in TS 33.203 including any possible enhancements for MTC purposes;
3) MTC IMS media plane confidentiality / integrity: this is the feature provided by the confidentiality / integrity mechanisms in TS 33.328 including any possible enhancements for MTC purposes;
4) MTC application confidentiality / integrity: this is a feature provided by confidentiality / integrity mechanisms used at the MTC application layer. 

· NOTE: MTC application authentication is transparent to the 3GPP network (GSM, 3G, or EPS) and therefore out of scope of 3GPP. However, it is ffs to which extent key management mechanisms supporting MTC application authentication are within the scope of 3GPP. MTC application confidentiality / integrity is out of scope of 3GPP..
***************** END ***************
