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Abstract of the contribution: This contribution proposes to describe the handling of the value of START and COUNT-I/COUNT-C in section 5.1. 
1 Introduction

In TR 33.859, the handling of START value and COUNT-I/COUNT-C on ME and RNC+  is not described when UTRAN KH is supported. This contribution proposed two options to handle START value and COUNT-I/COUNT-C, including when ME+ connects to RNC+ and when ME+ moves between RNC(*) . 
2 Discussion

When enhanced UTRAN KH is supported, two methods to handle START value and COUNT-I/COUNT-C should be considered：
Method one：


ME and RNC+ will handle START value and COUNT-I/COUNT-C according to TS 33.102
Method two：

In this method, the handling of START value and COUNT-I/COUNT-C will be different with TS 33.102 when the target RNC use the different keys with the source RNC after SRNS Relocation, that is, the keys which used by the target RNC are the derived keys. In this case, since the derived keys are different, the START value and value of COUNT-I/COUNT-C can be set to zero by ME+ and target RNC+. This reduces the number of AKA runs and extends the life cycle of CK/IK.
Except the above case, ME and RNC+ also handle START value and COUNT-I/COUNT-C according to TS 33.102.

3 Conclusion and proposal
For method two, the life cycle of the CK/IK can be extend and the number of runing AKA also can be reduced, but there has no complicated processing on UE and RNC+. So it is suggested to adopt method two to handle START value and COUNT-I/COUNT-C when enhanced UTRAN KH is supported.
It is proposed that the below pCR is discussed and if agreed by SA3 is included in the UKH TR.

4
pCR
***************BEFGIN OF FIRST CHANGE ************
5.1.3.3
SRNS relocation


5.1.3.3.1
General

Since UTRAN has an anchor in the Serving RNC, and the encryption/decryption and integrity protection is implemented in the SRNC, only when the SRNC is relocated, there is a possibility to update keys. 

The START value and COUNT-I/COUNT-C will be set to zero by ME+ and the target RNC+ when the target RNC+ use different keys with the source RNC after SRNS Relocation.
There are two main types of SRNS relocation to consider:
-
SRNS relocation with UE involvement
-
SRNS relocation without UE involvement
Combined hard handover and SRNS relocation belongs to SRNS relocation with UE involvement. While Combined CELL/URA updated and SRNS relocation belongs either SRNS relocation with UE involvement or SRNS relocation without UE involvement.
For combined CELL/URA updated and SRNS relocation with UE involvement, the procedure is just the same as combined hard handover and SRNS relocation with UE involvement. 
***************END OF FIRST CHANGE ************
