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1. Introduction

This pCR provides some addtional general security requirements in SIMTC for the living document S3-100906. 
In the MTC system, the MTC device may be easily stealed and be unlawful used by other MTC user. In addition, for a specific MTC application or serveice, it needs to assure that the information not noly comes from a correct user but also comes from a correct MTC device. So there should be some general security requirements to prevent theft of and unlawful using of MTC device.
2. pCR

The following pCR is for living document, S3-100906, “Security Aspects of Network Improvements for Machine-Type Communication”. 
***************** 1st CHANGE *****************

4. General Security Requirements
· Editor's note:
The intent of this section is to provide general security requirements regarding the security architecture but regardless of different key issues.
·  Network should be able to support the binding or debinding between the ME and the UICC.
· Network should be able to perform access control for MTC device accessing network, e.g, based on MTC device feature and/or subscription type, and/or binding relationship between the ME and the UICC.
*****************1st  END *******************
