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Abstract of the contribution:The architecture for SIPTO at a macro eNB is functionally complete. The design is briefly reviewed from a security perspective, and we ask SA3 to agree the conclusion that no security work is required at this time.
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3 Discussion
At the last SA2 meeting (#79), Stage 2 text describing the Selected IP Traffic Offload (SIPTO) function was added to 23.401v10.0.0 (clause 4.3.15). Briefly, the chosen architecture allows the network to use the UE’s location information to select a set of gateways (S-GW and P-GW) that are geographically and/or topologically close to the UE’s point of attachment. Because this process does not change any of the protocols used between the UE and the gateways, the existing security mechanisms can be used without modification. Further, authorization to use SIPTO is based on subscription data within the HSS, which also does not require any changes to existing security mechanisms.
Conclusion: No changes to SA3 specifications are needed to support SIPTO for macro eNBs.
