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1. Introduction
This document contains information about the SA #48 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #48 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_48/Docs/
The draft SA #48 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_48/Report/
The SA3 status report slides (SP-100244) are attached. 

2. SA #48 Outcome on SA3 Submissions

Most of our CRs were approved without changes. One CR was slightly revised.
The CR to TS 33.320 in S3-100614 (Addition of missing trust relation requirement for CA issuing H(e)NB device certificate) was slightly modified. The proposed change in section 5.2 was clarified. The revised CR was approved in SP-100427.
Our WID on unsolicited communication was slightly revised. The title of the WID was changed to “Specification of Protection against Unsolicited Communication for IMS”, and the Acronym for the work item was changed to “SPUCI”. The WID was approved with these changes in SP-100428. SA also asks SA3 to provide unique titles for the SPUCI TR and TS.
Our WID on “Extended H(e)NB security features” was approved in SP-100257.
Our SID on “Extended IMS media plane security features” was approved in SP-100256.

There was discussion about our early warning that relay node security will most likely not be ready in Rel-10. RAN groups target Rel-10 with the relay node functionality, and thus there were questions on whether having the needed security features in Rel-11 would have any consequences. No major issues were identified in the discussion, but it was noted that there might be impacts on deployment. The status of the security work in SA3 will be brought to the attention of the RAN WGs. There might be some further considerations on whether having the security features in Rel-11 would be a significant problem.
3. SA #48 Outcome on SA3-LI Submissions

Most of our CRs were approved without changes. One CR was slightly revised. 
SA3LI10_043r2 had a redundant word “home” in the title of the new section 5.X. This redundant word was removed from the title. The revised CR was approved in SP-100440.
4. Network Improvements for Machine-Type Communication (NIMTC)
Based on a company contribution (SP-100380), SA discussed how to progress work on security aspects of NIMTC. As the outcome of the discussion, SA sent the LS in SP-100443 was sent to SA3, with guidance on further work on security aspects of NIMTC.

A new system wide work item, “System Improvements for Machine Type Communication”, was approved at SA #48. This WID is a continuation of the Rel-10 work for Machine-Type Communication. The continuation of the security work for Machine-Type communication is included in the scope of this work item. SA3 should decide whether to document the security analysis in the SA2 TR, or in a 33.8xx. The WID was approved in SP-100447.
A new SID, “Study on Enhancements for MTC”, was approved in SP-100448. SA1 has the work item leadership for this WID. The security aspects section states that “Some security aspects and optimisations may be addressed”.
The SA2 status on NIMTC work in Rel-10 can be found on slide 19 in the SA2 status report in SP-100309.
5. SSO Applications Security for IMS – based on SIP digest
At SA3 #59, we discussed a SID proposal on SSO applications security. As a result of the discussion, we sent an LS to SA1, to ask SA1 if 3GPP should study SSO applications security. The reply from SA1 (SP-100243) confirmed that SA1 thinks 3GPP should have a role. The SID was submitted to SA #48 by the supporting companies (SP-100387). The SID was revised and approved in SP-100438. This means that work in the scope of this SID can be initiated at SA3 #60.

SA also sent an LS on this issue to Open IPTV Forum, ETSI TC TISPAN WG7, ATIS PTSC, OMA ARC SEC, ITU-T SG13. The LS informs that the SID has been approved, and asks these groups to inform on any ongoing work and service requirements related to Single Sign-On. The LS can be found in SP-100439. 
In relation to this discussion, there was a discussion about the SA1 authentication requirements for Common IMS. The following was added to the SA #48 report:

“Companies are invited to bring contributions to SA WG1 cleaning up the authentication sections to provide harmonised Common IMS authentication requirements. SA WG1 were asked to work on updating the harmonised authentication requirements for Common IMS.”
6. UDC
The UDC data model was discussed at SA #48. A requirement for UDC Data Model was included in TS 22.101 (approved by SA in SP-100431). CT4 is expected to start a study on UDC Data Model based on the agreed requirement (see the CT4 LS in SP-100238).

7. TRs/TSs and Approved WIDs with Security Aspects

The SA2 TS 23.261 on “IP Flow Mobility and seamless WLAN offload; Stage 2 (Release 10)” was approved in SP-100353.
The SA5 TS 32.175 will be replaced by TS 32.176. TS 32.176 was agreed in SP-100270.

SA5 submitted TS 32.306 for approval. This TS replaces TSs 32.303, 32.305 and 32.307

by merging their contents into a single document. TS 32.306 was approved in SP-100271.

SA5 TS 32.111-6 replaces the TSs 32.111-3, 32.111-5 and 32.111-7 by merging their contents into a single document. TS 32.111-6 was approved in SP-100284.


A new WID on “S2b Mobility based on GTP” was approved in SP-100357. Any necessary security analysis should be handled by SA3. The corresponding SA2 Feasibility Study was approved in SP-100355.
A new WID on “Network Provided Location Information for IMS” was approved in SP-100358. The security aspects section states: “The network provided cell ID shall be securely delivered to the IMS nodes requesting it. If enhancements to the security architecture are needed they will be considered by SA3”.

The SID on “Feasibility Study on IMS Evolution” has been updated by SA2. IMS Overload Control is added to the scope of the SID, and the timescale for the SID is updated. The updated SID was approved in SP-100360.
8. Issues of interest in CT area

The CT status report was provided in SP-100389. 
The work related to PLMN selection for emergency calls in shared networks has now been completed. More details are provided on slide 15 in the CT status report. 
9. Other Issues of Interest

SA1 submitted a Rel-9 and Rel-10 CR to TS 22.011 on access control for CSFB. The CRs were approved in SP-100442.
SA2 submitted corrections to TS 23.402 on “Authentication for Non-3GPP” and “Use of EAP-AKA’ ”. The corrections were approved in SP-100315.
Related to the work on “'PSS and MBMS Aspects - MBS extensions (PMA-MBS_Ext)' in Rel-9, SA4 submitted a correction to TS 26.234 (Correction of ISMACrypKMSID parameter). The CR was approved in SP-100301. 
In SA, there has been a discussion on use of the phrase “shall be possible”. A CR that proposed to deprecate the use of “shall be possible” in specifications (SP-100365, CR 23) was discussed at SA #48, but rejected. However, the following guidance was provided by SA to the WGs:

“It was generally agreed that when using phrases in specifications which may be misunderstood, the WG checks that what is specified is clear and unambiguous for other WGs which need to build upon it.”

SA #48 agreed on the TSG schedule for 2012. The schedule was approved in SP-100414.
