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Working Assumptions etc
Working assumption 1: The RN-UE authentication is mandatory and shall be based on  a removable UICC
Editor’s note: It was agreed that there is a need to clarify the terms for the various authentications in the Relay architectures. This will happen in an e-mail discussion.

1. Overview of Alternative 2 

RAN2/3 have decided to move forward with Alternative 2 for Relays.This section aims to provide some brief details of this architecture as background to the rest of the analysis in this document. A more complete description of alternative 2 is covered in TR 36.806 [1]. 
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Figure 1.1: Chosen Architecture 

In alternative 2, the DeNB contains the S-GW/P-GW functionality for the RN in addition to the radio aspects. It may also contain some Relay GW functionality. 

In alternative 2, the user plane is moved from GTP tunnel to another one at the DeNB. This is illustrated in figure 1.2.


[image: image2.emf] 

UE  

App.  

TCP/UDP  

IP  

PDCP  

RLC  

MAC  

PHY  

Donor eNB  

(+   ”  Home eNB GW  ”  )  

PDCP  

RLC  

MAC  

PHY  

L2  

L1  

S  -  GW  

(serving the UE)  

IP  

GTP  -  u  

UDP  

IP  

L2  

L1  

Relay  

PDCP  

RLC  

MAC  

PHY  

GTP  -  u  

UDP  

IP  

PDCP  

RLC  

MAC  

PHY  

IP  

IP  

GTP  -  u  

UDP  

GTP  -  u  

UDP  

UE  

App.  

TCP/UDP  

IP  

PDCP  

RLC  

MAC  

PHY  

Donor eNB  

(+   ”  Home eNB GW  ”  )  

PDCP  

RLC  

MAC  

PHY  

L2  

L1  

(serving the UE)  

IP  

GTP  -  u  

UDP  

IP  

L2  

L1  

Relay  

PDCP  

RLC  

MAC  

PHY  

GTP  -  u  

UDP  

IP  

PDCP  

RL C  

MAC  

PHY  

IP  

IP  

GTP  -  u  

UDP  

GTP  -  u  

UDP  

S - GW/P - GW  


Figure 1.2: User plane protocol stack for the chosen architecture

Similarly the DeNB does not pass the S1-AP signalling traffic directly between the MME serving the UE to the RN. The DeNB acts as a proxy between the RN and MME serving the UE and changes the S1-AP UE IDs in the messages but leaves the other part of the message the same. This is illustrated in figure 1.3.
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Figure 1.3: Control plane protocol stack for the chosen archictecture

2. Threats 

2.1 General

Threats can be considered at several stages of the development of a security architecture. General threats apply when no security mechanisms are in place yet; residual threats still apply with certain security mechanisms already in place. General threats are handled in this clause; residual threats are addressed in clause 4 on security procedures.

2.2 Assumptions for threat analysis

As the relay architecture is based on the already existing LTE architecture, the following assumptions are made when analysing the security threats to the relay architecture:

· A removable UICC is inserted into the RN to provide authentication between itself and the network to establish the bearer(s).

Editor’s note: if the UICC is not removeable, the applicability of threats is FFS.  The acceptability of non-removeable UICC is FFS.

· AS level encryption is switched on between the RN and DeNB. 

· The DeNB will have some secure environment that is assumed that an attacker will not compromise 

· Everything from the DeNB upwards (towards the network) is secure and will use macro network security mechanisms (such as NDS/IP).

These assumptions are made purely for the purposes of understanding the security threats and any solution is not restricted to follow these assumptions. 

2.3 Security threats

Despite the security assumptions made in the previous section, the introduction of a RN into the network introduces some new security threats to E-UTRAN, namely:

· Impersonation of a RN to attack the user(s) attached to the RN 

· Attacks on the Un interface between RN and DeNB 

· Inserting a MitM 

· Attacking the traffic

· Impersonation of a RN to attack the network

· Attacks on the interface between the RN and UICC

· Attacks on the RN itself

· DoS Attacks

1. Impersonation of a RN to attack user attached to RN 
To perform the attack, the attacker removes the UICC from a real RN and inserts it into their own Rogue RN as shown in the below figure. As there is no authentication of the RN as a device (only the subscription that is inserted in the RN), the network can not detect the Rogue RN, and hence keys related to the user-UE will be passed to the Rogue RN. This enables a user to attach to the Rogue RN and hence the user’s security will be compromised. This shows that it is essential to perform some type of device authentication of the RN.
[image: image12.emf]
NOTE: USIM changed to UICC in two places in above diagram
2. MitM on the Un interface between RN and DeNB 
This can be considered to be a variant of the above attack, but it is essential to consider as it illustrates that some care must be taken on the method of authenticating the RN device. In this attack, an MitM Node is inserted in between the RN and DeNB. This MitM node is created by taking a real UICC from a real RN and replacing it with a fake UICC for which the attacker has the root key. It also requires inserting the real UICC into the MitM node. This is illustrated in the below figure.

[image: image4.png]



Man-in-the-Middle (MitM) Node
The real RN will connect to the MitM node and the MitM node can connect to the real DeNB. The MitM node can transparently transmit, receive, view, and modify the traffic between the real RN and the DeNB without either of those nodes being aware of it. Hence the security of any user connected to the real RN is compromised. The MitM can eavesdrop on, modify, and inject user traffic even if the user related keys are protected by IPsec between the MME serving the UE and the RN. The important security point illustrated by this attack is that not only is it essential to perform device authentication of the RN, it is important to ensure that all security tunnels from the RN terminate in the real network instead of in a MitM node.   

Editor’s Note: Whether the attack described above is feasible to launch is FFS.

3. Attacking the traffic on the Un interface between RN and DeNB 
The interface between the RN and DeNB is based on the standard E-UTRAN air interface. This provides optional confidentiality for all traffic between the EN and DeNB, but all the non-RRC signalling traffic between the RN and DeNB is not integrity protected. The confidentilaity protection could be used to encrypt the traffic on this interface, but if this security is not available for RN’s node, then some other method  of providing confidentiality will be needed. While this may be accepteable for user traffic from the UE, this may not be acceptable for signalling traffic (either S1-AP or X2-AP) from RN to network. This means that either the Un interface may to enhanced from a standard E-UTRAN UE-eNB interface or some other method of protecting the S1-AP and X2-AP signalling across the Un interface needs to be used.

4. Impersonation of a RN to attack the network
A Rogue RN (as described in Threat 1) could insert essentially four types of traffic into the network:

a. NAS signalling towards the MME-RN – the same attacks could be done with a Rogue UE so are not important for the RN security analysis
b. S1-AP or X2-AP signalling
c. Insert data on behalf of a user 
d. User plane traffic to get free IP connectivity
This threats could be mitigated by ensuring device authentication of the RN before such traffic is accepted or being aware of such threats and mitigating them in other ways.

5.  Attacks on the interface between the RN and the UICC

The data that travels across the RN to UICC interface is not protected. This means that while an attacker may not be able to compromise the behaviour of a RN, it may be possible for the attacker to get hold of the keying material that is transferred across this interface. Access to these keys would provide the attacker with access any data protected by these keys and also allow the attacker to insert data that would be protected using these keys. In particular the attacker could set up a MitM node as described in threat 2.
6. Control of the RN platform

All traffic, apart from NAS-UE signalling between UE and MME-UE, is available inside the RN platform in the clear. So, when an attacker controls the RN platform eavesdropping and modification of this traffic is possible. 

7. DoS type attacks
When the attacker removes the UICC, RN without UICC can’t be authenticated by the network. So the legal RN can’t connect to network and provide services. The attacker could also insert the UICC into another RN, then the topology of access network will be changed and cause interference problem to other eNB.
3. Security Requirements
If end to end protection between the RN and the core network is needed, then the same solution as for backhaul protection should be considered.

Integrity protection for the S1 control plane traffic over the Un shall be mandatory. The S1 control plane traffic between RN and User-UE’s MME shall be integrity protected between the DeNB and the User-UE’s MME with at least the same strength as in the current EPS architecture. Only hop by hop protection between RN and User-UE’s MMEshall be considered as the DeNB acts as an S1-proxy in the solution selected by RAN.

Integrity protection for the X2 control plane traffic over the Un shall be mandatory. The X2 control plane traffic between RN and eNB/RN shall be integrity protected between the DeNB and the eNB/RN with at least the same strength as in the current EPS architecture. Only hop by hop protection between RN and eNB/RN shall 
be considered as the DeNB acts as an X2-proxy in the solution selected by RAN.
Mutual authentication between RN and network shall be supported. 
Relay device authentication is mandatory. 
Editor’s note: There are many different solutions for meeting this requirement.
The DeNB shall not accept or send S1-AP and X2-AP message from/to the RN until a successful Relay device authentication has happened.

Security of RN Management shall be guaranteed. RN should have separate security model for OAM configuration data.
A certificate 
in the relay node used for device authentication shall be provided by a CA trusted by the operator, e.g. the CA of the operator or by another party trusted by the operator. Certificate enrollment, if any, should follow TS 33.310 as much as possible. 
The wireless resource: security shall be able to prevent misuse by identifying whether the attached terminal is a UE or a RN. The identification could be implicit.
The connection between relay and network should be confidentiality protected. Confidential protection for the S1/X2 user plane traffic over the Un should provide protection as same as the user plane data transferred on Uu interface, i.e. provide optional confidentiality protection on Un interface.
Editor’s Note: It remains to be seen whether the previous sentence can be aligned with the integrity protection requirements.

Both user plane and control plane must be considered as they may not require the same level of protection.
Ed
itor’s note: Forward security and backward security in handover procedure needs further study.
Editor
’s note: For AS security aspects of Un interface, the key lifetime management should be considered based on existing LTE UE AS key time management for the Uu interface. It should be studied whether the impact of UE data aggregation on the Un interface  requires more frequent key change due to the increased traffic. The Security Association life time management for the IPsec tunnel should be considered. And all aspects of interaction between the key lifetime management and the respective security mechanism to be specified should be considered. The aspect of minimizing the effect  to the ongoing service for the UE attached to the Relay-Node should be considered.　
The RN platform shall protect from reading and/or modification of security parameters and security functions by unauthorized parties (platform security).  

The integrity of the RN platform shall be validated as part of the RN start up procedure. 

RN specific device security features, e.g. security storage of sensitive data, device integrity check, UICC aspects, shall be considered. 
Editor’s Note: Platform security requirements should be considered in more detail
4. Security Architecture

4.1 Security protection type for relay node on User UE’s S1 interface and X2 interface

4.1.1 Analysis

In the Alt 2 which is selected by RAN2/RAN3, there are 2 kinds of GTP tunnels exists: the tunnel between RN and DeNB and the tunnel between DeNB and core network. DeNB should decompress the message from one tunnel and switch them to the other. So if the data is encrypted, DeNB needs to decrypt the data first.
When User UE’s signaling or user data transferred to relay node, there are 2 kinds of protections between relay node and core network entities for S1 interface and X2 interface: end to end protection and hop by hop protection

· When E2E protection is used to protect UE’s message between relay node and User’s MME/SGW in S1 interface, or between relay node and another eNB during User UE’s handover, User UE’s messages are transferred directly from relay node to User UE’s MME/SGW which are transparent to the DeNB. So DeNB cannot compose the messages in this assumption.
· When H2H protection is used to protect UE’s message between relay node and User UE’s MME/SGW, or between relay node and another eNB during User UE’s handover. The protection will be applied into 2 hops separately. One hop is between relay node and DeNB, and the other is between DeNB and network entities(User UE’s MME/SGW or another eNB). Under this assumption, DeNB should decrypt data from one link then switch the plain data to another link. So DeNB can compose message in this case.

So hop by hop protection is proper to be used in relay’s alternative 2 architecture.
4.1.2 Security protection architecture

Then, based on the analysis above, when the protection is applied to relay node and network entities, hop by hop protection model shall be used in the relay architecture
4.2 Security protection type for relay node about OAM communication
4.2.1 Analysis
If we want to reuse this hop-by-hop protection mechanism described in section 4.1.2 on the communication between RN and OAM system, there is a security issue that exists for the communication. 
In RN’s alternative 2 architecture, DeNB acts as a proxy and can get all communication data between RN and OAM. When OAM sends software or configuration data like configuration parameters to the RN, DeNB will get these parameters because it will switch them from the link between OAM and DeNB to the link between RN and DeNB. 
If the RN and DeNB are provided by different vendors, one vendor’s privacy about RN’s configuration data and preference will be possible known by another vendor who made this DeNB.
This risk is raised because DeNB will get the communication data between RN and OAM. So the simplest solution for this problem is to provide an end-to-end confidentiality protection between RN and OAM. As there are IPsec tunnels that exist between RN and DeNB, TLS tunnel should be used for protecting the communication between RN and OAM system. For this, the RN and the RN OAM system should be able to authenticate each other.

The ability of the OAM to configure a RN should not depend on the ability of the RN to authenticate as device.
Furthermore, there may be cases where the RN is in certain fault conditions (e.g. if the RN fails device authentication a number of times consecutively, etc) and needs to be reconfigured remotely. Therefore, the RN OAM should be able to at least attempt to (re)configure the RN under these fault conditions. 
4.2.2 Security protection architecture

Based on the analysis above, End-to-end protection model shall be used in the relay architecture for OAM communication.
5. Security Procedures
5.1 Analysis of Un interface security

Editor’s Note: General: Multi-hop relaying and mobile relays were not considered in the comments. They may require additional considerations.
5.1.1 General aspect on Un security for Relay architecture

Relaying functionalities shall support the TNL of S1-MME and S1-U interface, and hence a function to ensure the secure transport over the Un interface needs to be defined. Since it is considered that a RN can be seen both as a UE and as an eNB in the network, for Un interface, AS security provided by PDCP [xx], or network domain security provided by NDS/IP [yy] or their combination could be applied. In the typical network deployment, the SEG within the operator network is implemented as standalone node in order to gain the concentration effect. In this document SEG to secure DeNB and the EPC node is named ‘native SEG’. 
Editor’s Note: It is assumed that the native SEG is the one that would be present anyhow according to the current EPS security architecture in TS 33.401[2]  when the DeNB would not serve any RN. 

Therefore, based on the abovementioned RN roles, the security over the Un interface is ensured by AS security and/or NDS/IP, respectively in the different layer illustrated in Figure 5.1-1.
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Figure 5.1-1: General aspect on Un security
5.1.2 Analysis of options for Un interface security 
Figure 5.1-2 shows possible options on the Un interface security in the architectural alternative selected by RAN. In this alternative, the native SEG is responsible for the secure transport between the DeNB and the MME. 
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Figure 5.1-2: Un interface security options 
<numbering of options needs to be adapted from “Option 2-x” to “Option x”>
5.1.2.1 Option 1: NDS/IP and AS security over the Un interface

5.1.2.1.1 General
Editor’s Note: It needs to be clarified whether all traffic over the Un user plane, or only S1 signalling traffic, is to be protected by NDS/IP, e.g. for performance reasons. If the latter applies then appropriate mapping of parameters identifying S1 signalling traffic to IPsec selectors (IP addresses, ports, transport protocol) would have to be performed. 

Editor’s Note: The enrolment process for credentials to set up backhaul link security between RN and MME(RN), and RN and S-/P-GW(RN) (i.e. distribution of IPsec certificates and set up of IPsec tunnel) needs to be studied.
Editor’s Note:  The following is for further study: The donor eNB must know if a particular subscription is a RN subscription or a UE subscription so the donor eNB must know if it is authorised to pass S1-AP traffic to the RN. It requires further study whether this requirement can be supported using the current S1-AP protocol and/or core network procedures. Furthermore the donor eNB must know that it has to apply the Un security procedures which are by assumption different to the Uu procedures.
Editor’
s Note: Possible solutions for the above editor’s note include;

1. Specific IMSI ranges can be allocated for RN (UE part). When receiving the initial NAS message, the MME can identify whether the attached terminal is a UE or a RN from the specific IMSI ranges and send the result to the Donor eNB in a S1-AP message
2. Subscription type (e.g. RN or UE) can be added in the subscription data in the HSS. Then the MME can get the subscription type from the HSS and send it to the Donor eNB in a S1-AP message. 
3. Certificates passed between the RN and DeNB
The security implications of these options is FFS.
In this option, Un PDCP provides AS security for upper layers. In addition, IP transport provides TNL security between the RN and the DeNB, and the DeNB and the MME utilizing NDS/IP. 

Although the native SEG can be reused for NDS/IP traffic between the DeNB and the MME, another SEG is needed to process the IPsec between the RN and the DeNB.
5.1.2.1.2 Residual Threats for Option 1

5.1.2.1.2.1 NDS/IP for all user plane traffic on Un
Assumption: AS security is established between RN and DeNB as part of the RN attachment involving the UICC-RN and the MME-RN. As soon as the Data Radio Bearers (DRBs – Un user plane) have been established, one or several IP security associations are established between RN and DeNB. As part of this process, the integrity of the RN platform is validated by the network. All traffic over DRBs is protected by IPsec. 

Residual Threat: threats of eavesdropping on and modification of traffic of DRBs is satisfactorily addressed by platform integrity and use of IPsec. As RRC traffic cannot be protected by IPsec it needs to be considered separately. The main threat to RRC seems to be that an attacker modifies bearers on Un. This seems to be possible when an attacker knows the RRC integrity key.

Editor’s Note: threats to AS security for RRC over Un need further study. In particular: how can an attacker obtain knowledge of the RRC integrity key? 

The AS security provided to DRBs does not harm, but does not seem to provide an additional advantage either.

5.1.2.1.2.2 NDS/IP for part of the user plane traffic on Un
Assumption: same as for 5.1.2.1.2.1 except that not all, but only S1-UE, traffic over DRBs is protected by IPsec. 

Residual Threat: neither RRC nor UP-UE traffic are protected by IPsec. (UP-UE  = user plane data sent by UE.) In addition to the remarks made on RRC in 5.1.2.1.2.1, the attacker could eavesdrop on UP-UE. An attacker could e.g. fraudulently establish an RN-DeNB radio connection via a MitM as described for threat 2 in section 1. 

Depending on the way in which the attacker obtains knowledge of the keys it may not be enough to ascertain that the IPsec SAs and AS security have the same endpoints, i.e. that all security tunnels from the RN terminate in the real network instead of in a MitM node may not be sufficient. It may neither be sufficient to bind the USIM to the RN, e.g. by using EAP-AKA inside IKEv2 in the way done for HeNBs. 

Editor’s Note: threats to AS security for RRC and UP-UE over Un need further study.
5.1.2.2 Option 2: AS security over the Un interface
5.1.2.2.1 General
The main issue with this approach is that S1 signalling packets are delivered over the Un user plane, which does not provide integrity protection. But integrity protection for S1 signalling is mandatory, so Option 2 must be ruled out unless Un security is modified such that integrity protection is provided in the Un user plane at least for PDCP PDUs carrying S1 signalling. This may, however, run counter to the intention to re-use the Uu protocol for Un. 

An issue with this alternative is that it may require strong assurance of a binding of USIM and RN. Current eNBs do not provide this binding feature while they do currently allow to anchor IPsec credentials in the secure part of the eNB platform, thus providing a secure anchor for NDS/IP.

The donor eNB must know if a particular subscription is a RN subscription or a UE subscription so the donor eNB must know if it is authorised to pass S1-AP traffic to the RN. It requires further study whether this requirement can be supported using the current S1-AP protocol and/or core network procedures. Furthermore the donor eNB must know that it has to apply the Un security procedures which are by assumption different to the Uu procedures.
In this option, link by link security is provided by Un PDCP between the RN and the DeNB, and NDS/IP between the DeNB and the MME. 

The native SEG can be reused for NDS/IP traffic between the DeNB and the MME.
5.1.2.2.2 Residual Threats for Option 2

Assumption: all traffic over Un is protected only by AS security. 

Residual Threat: as already noted in 5.1.1, integrity protection of S1-UE is required, but can be only guaranteed if the AS security mechanisms on Un are modified with respect to Uu as Uu does not provide integrity on DRBs. Furthermore, all threats that apply to RRC and UP-UE in case 5.1.2.2.2 now apply to all traffic over Un.

Editor’s Note: threats to AS security for all traffic over Un need further study. Integrity protection for S1-UE traffic needs further study.



5.1.2.3 Option 3: NDS/IP over the Un interface

5.1.2.3.1 General
At least RRC traffic needs to be protected by AS level security and cannot be protected by NDS/IP. If a part of the traffic on the Un interface is to be protected by AS security, then RAN3 should be aware that the same algorithms must be chosen both for DRB and SRBs based on the current AS security mode procedure. In particular, if you have non-NULL ciphering on RRC then you cannot switch off ciphering in the user plane at the same time, cf. 33.401[2], 7.2.4.2.1. This could imply that you would need a relay-specific AS Security Mode Command procedure for Un.

The donor eNB must know if a particular subscription is a RN subscription or a UE subscription so the donor eNB must know if it is authorised to pass S1-AP traffic to the RN. 

Editor’s Note: It requires further study whether this requirement can be supported using the current S1-AP protocol and/or core network procedures. 

Furthermore the donor eNB must know that it has to apply the Un security procedures which are by assumption different to the Uu procedures.
In this option, the secure IP transport is provided by NDS/IP between the RN and the DeNB, and the DeNB and the MME. 
Additionally, secure IP transport would have to be provided for UE user packets between the DeNB and the S-/P-GW(UE). The DeNB could use the different destination IP addresses as selectors in this case. 

Therefore, the secure transport over the Un interface relies on upper layer function (NDS/IP), since Un PDCP does not provide AS security for upper layers.
This would imply that the outer IP headers would not be protected. 

Editor’s Note: While this requires some further study, we have so far not identified a problem with this.
For the same reason as option 1, the native SEG and another SEG are needed.
Editor’s Note: The enrolment process for credentials to set up backhaul link security between RN and MME(RN), and RN and S-/P-GW(RN) (i.e. distribution of IPsec certificates and set up of IPsec tunnel) needs to be studied.
5.1.2.3.2 Residual Threats for Option 3

Assumption: all user plane traffic over Un is protected only by NDS/IP security. 

Residual Threat: as already noted in 5.1.1 AS security is needed at least for RRC. In order to be able to switch off AS security for DRBs, while still maintain confidentiality for RRC, a modification of Un with respect to Uu would be needed. Apart from this, the same considerations as for 5.1.2.1 apply.

Editor’s Note: threats to AS security for RRC over Un need further study. 



5.1.3 Comparison of Options
For radio network performance impact, using NDS/IP on all Un user plane data is low efficiency, and for this reason, Option 2 may be better. If only S1 signalling traffic applies NDS protection, the performance degradation of option 1 is insignificant.
If NDS/IP is not adopted at all, the Un security has to be modified to provide integrity protection in the Un user plane at least for the PDCP PDUs including S1 signalling, which may bring changes to Un PDCP protocol. This method has the following advantages:

· For device authentication methods that enable the choice between enhanced AS security and IPsec for integrity protection of S1 signalling over Un, the AS security setup does not involve extra round trips beyond the ones needed for existing Attach, compared with IPSec which needs its own handshakes in addition to the radio level attach. 

· AS security could make a transition to mobile RNs simpler as it could be automatically established at handovers, although this is not a major consideration at this point.

· Less overhead than IPsec method 
With regard to option 3, NDS/IP protection will not only bring more overhead, but also cause too much complexity for the PDCP header compression (i.e. ROHC) Also, if a part of the traffic on the Un interface is to be protected by AS security,the impact to the current AS security mechanism will be quite large. 
5.2 Security for the RN NAS traffic

The security for the NAS traffic between the RN and the RN's MME shall be established  and maintained as for any UE accessing LTE. built in security of the NAS layer shall provide ciphering and integrity protection for the NAS traffic.
5.3 Security for the RN RRC traffic

The security for the RRC traffic between the RN and the DeNB over Un may be established and maintained as for any RRC connection over Uu.
5.4 Mutual Authentication

Editor’s Note: Mutual authentication between RN and network shold be considered.

5.5 Enrolment procedures for RNs
Assuming that a USIM is available in the RN, this USIM can be used to authenticate the RN to the MME and the RN can be granted IP connectivity via a DeNB,  any other eNB, or a fixed network access, e.g. at the operator’s premises. If the access provided by the DeNB is a general purpose access, it could potentially be used to get service from the network which could be misused. Therefore the MME should inform the DeNB that this RN is a only allowed restricted access. That is, the RN is only allowed to communicate with a server in the O&M network. Access restrictions could potentially also be enforced in the S-GW or PDN-GW. 
Once IP connectivity to the enrolment server is established, the same procedure used for macro eNBs can be used to enrol an operator certificate in the RN. The RN has been provisioned with a vendor certificate and corresponding private key in the factory, and uses the procedures defined in TS 33.310 to enrol the operator certificate. This gives the benefit that the certificate handling can be exactly the same as for macro eNBs and no additional procedures needs to be specified and implemented/tested.

There are two issues that need to be addressed for the above setup to work: how to ensure that the RN is only allowed to access the O&M network before it is enrolled and how to make the USIM available in the RN.

The first issue can for instance be solved by checking if the DeNB can or cannot establish the required IPsec tunnel to the RN (assuming an IPsec tunnel is used to provide integrity protection for the S1/X2 signalling). When the DeNB notices that a tunnel cannot be established, it only gives the RN IP connectivity to the server in the O&M network. Other possibilities may exist. The problem is solvable. It is noted that the MME does not have access to any information regarding if the RN has enrolled an operator certificate or not and hence cannot provide this information to the DeNB in the S1 setup for the RN (unless additional certificate based authentication is added to the NAS signalling). 

The second issue regarding how a USIM can be made available to the RN is more complex. There are several possibilities:

1. The USIM credentials are hard coded in the RN's secure environment in the factory.

2. The USIM is physically made part of the secure environment in the factory, e.g., soldered in place and the connection between the USIM and the secure environment is physically protected from access..

3. The USIM is inserted by a field engineer and is physically made part of the secure environment. A mechanical/gluing solution would be required to guarantee that the USIM integration into the secure environment.

4. The USIM is inserted by a field engineer when the RN is deployed and is not made part of the secure environment. The interface between the UISM and the secure environment may be protected or not. 

It is noted that the first and second methods makes it impossible to get a late binding between the USIM identity and the RN device identity, the location of the RN, which operator owns the credentials on the USIM etc. It is FFS how this should be resolved and if it needs to be resolved.

The third method does not allow the USIM to be removed from the RN. Requiring that the field engineer shall be able to securely make the USIM part of the secure environment puts very high demands on the competence of the field engineer and also on the trust that must be put in the field engineer. During the work on deployment of macro eNBs it was clear that there were use cases where the field engineer could not be trusted by the operator with credentials. Hence the field engineer should probably not be trusted to perform this type of operation either.

The fourth method only relies on the field engineer inserts a USIM into the RN. The USIM may be removable. If a secure channel between the USIM and the secure environment is required this infers requirements on the RN and the UICC to support such functionality, including handling and holding of the required credentials.

If a field engineer provisions the USIM during installation of the RN, there is an opportunity to include other data on the USIM as well, such as the address or identity of the enrolment server, etc.
5.6 RN management

Editor’s Note: RN configuration may need to be download from corresponding maangement entity, this procedures should be secure.
Communication between RN and OAM system shall be protected by end-to-end model, for example, TLS.
The OAM system and the RN shall be able to mutually authenticate each other.
The ability of the OAM to configure a RN shall not depend on the ability of the RN to authenticate as device.
The OAM system should be able to attempt to (re)configure the RN remotely under certain fault conditions (e.g. if the RN fails device authentication a number of time consecutively, etc). 


Editor’s Note: 
The exact such fault condition is FFS. 

6. Device Security

6.1 Security requirements on Relay Nodes
Editor’s Note: RN sensitive data, such as IPsec certificates and pre-shared keys, need to be stored in a secure way.
The requirements related to device security in clause 5.3.5 of TS 33.401[2]  apply to Relay Nodes.

Editor’s note: If is FFS whether further requirements are needed. 

Editor’ note: there may be some critical issues when AKA credentials are embedded directly on the RN. This is FFS. 

6.2 Device Integrity check
Editor’s Note: Upon booting or before connecting to the network, the device integiry check may need to be performed, for the sake of RN validation.
The Relay Node should perform a device integrity check.  The process of device integrity check should be protected from tampering or unauthorized execution. 

The requirements 3,4 and 5 in 5.3.2 of TS 33.401[2] apply here.

Editor’s Note: The need for further requirements is FFS.

Editor’s note: The following requirements are FFS. A failed device integrity check should be reported to the network (if the relay node is capable). A relay node which fails integrity checks for some components could allow for remote and secure recovery procedures, which restore device integrity (e.g. via software/firmware upgrade) according to operator policy
6.3 UICC aspects

Editor’s Note: A UICC in a UE provides security under quite different assumptions from a UICC in an RN. What would happen if a UICC was removed from a genuine RN and inserted into a false RN? Is binding of USIM and RN in some way required? This should be considered.
Editor’s note: The Relay Node behaviour on the removal of a UICC is FFS

Editor’s note: Keeping the ongoing service of the UE attached to the Relay-Node even when UISM card was removed from the Relay-Node should be considered for emergency and priority service only
When RN attaches to the network via the RN attach procedure defined in TS 36.300[4] a legacy UICC shall be used in authentication as defined in 3GPP TS 33.401[2]. Preventing the attacks on removable UICC in RN needs to be considered. Possible methods of preventing this attack include physically integrating the RN and UICC together, a logical binding for example using a secure channel between the RN and UICC or some other binding method that is not between the RN or USIM.
Editor’s Note: No decisions have yet been taken on the viabilitiy of these methods.
In the following
, we discuss countermeasures against threat 5 of section 2 entitled “Attacks on the interface between the RN and the UICC” in more detail. Suitable countermeasures must ensure that attackers cannot obtain any advantage by listening on the interface between UICC and RN. If attackers could to this the attacker would know the keys sent across the interface between UICC and RN. For solutions that this is a problem, the following countermeasures may be used. The issue of binding particular USIMs and RNs is different and is not necessarily addressed by the same countermeasures. 

Countermeasure 1): 

Protect all traffic by security mechanisms residing above the AS layer.

With this countermeasure, the RN security architecture is designed such that AS security on the Un interface is not important for the overall security of the system. This would be the case if all traffic on Un was protected by IPsec, or even higher layer protocols. While this would provide good security it would be likely to have a quite negative effect on performance as the overhead created by protecting the UE user traffic by IPsec would be quite significant, both in terms of bandwidth and processing power. This solution is therefore not considered here any further. 

Countermeasure 2): 

Physical integration of RN and a non-removable UICC. 

Such a solution would face two challenges: a) making the integrated RN / USIM hardware tamper-resistant such that the interface between RN and USIM cannot be attacked. This seems not easy, but doable. Cost would warrant a separate consideration, and it should be noted that such an approach would imply a significant deviation from the HW design of eNBs, something which may be considered undesirable. b) personalizing the USIM at the right point in time during the deployment process. Personalization in the factory seems undesirable as it limits the commercial flexibility, while personalization in the field would meet with the difficulties, technical and otherwise, encountered during the discussions on remote USIM management. This solution is therefore not considered here any further.

Countermeasure 3): 

Physical protection of the interface between an RN and a removable UICC. 

It would be sufficient to prevent eavesdropping on this interface while the USIM on the UICC was activated. Certainly, a suitable RN design could make it difficult for an attacker to access this interface. But the very fact that the UICC shall be removable means that the interface must be somehow exposed and exhibit electrical contacts. This may be exploited by an attacker while the RN is switched off and/or the USIM is deactivated, e.g. by establishing thin electrical wires leading from the contacts to the surface of the device. Of course, ingenious designs preventing this cannot be ruled out, but it may be quite difficult to prove the security of such a design. In view of these difficulties, further study on the viability of this countermeasure should not be precluded.

Countermeasure 4): 

Logica
l protection of the interface between an RN and a removable UICC. 
A standardized solution is available from ETSI TS 102 484 “Smart cards; Secure channel between a UICC and an end-point terminal”. This TS contains three mechanisms for providing mutual authentication, confidentiality and integrity, namely a method called “Secured APDU” (Application Data Protocol Unit), TLS and IPsec. While the first mechanism works only with pre-shared keys, both TLS and IKE may be used with both, pre-shared keys or certificates. Pre-shared keys may be established using GBA as defined in 3GPP TS 33.110, or in a proprietary way. The protection may be provided at the level of application, e.g USIM application, (TLS and Secured APDU), platform, i.e. UICC, (Secured APDU), or USB class (IPsec, for a definition of USB class cf. the reference in ETSI TS 102 484). The use of a secure channel between the UICC/USIM and the RN pre-supposes the existence of a secure environment on the RN in which the secure channel terminates. 

The suitability of the mechanisms offered by ETSI TS 102 484 for RN security is discussed in the following. While all these mechanisms seem feasible to apply in the RN context, they show differences in the complexity of the required changes. 

Regarding key management

· A certificate-based solution seems to require relatively little extra effort as a certificate is to be available in the RN anyhow, e.g. if IPsec is selected to protect at least a part of the traffic on the Un interface. The certificate in the RN could be enrolled automatically, and the corresponding mechanisms for RN should be similar to enrolment procedures for eNBs defined in TS 33.310. UICCs, on the other hand, are under full control of the operator anyhow, and a certificate could be installed on a UICC e.g. when the applications on the UICC are personalized (e.g. when the permanent keys are installed on a USIM). This solution would affect only the UICC and the RN.

· A pre-shared-key-based solution using GBA according to TS 33.110 would require additional functional entities currently not present in the EPS architecture, namely a BSF and a NAF Key Centre. This seems to add considerable complexity to the EPS architecture. Furthermore, certificates would be required in the RN and the NAF Key Centre for establishing the TLS connection between them. 

· A pre-shared-key-based solution using a proprietary key management could, in principle, be realized by manually installing keys. But this should be ruled out as the deployment of RNs is likely to need an even higher degree of automation than that of ordinary eNBs. A proprietary key management according to ETSI TS 102 484 could also be realized by a key management solution defined in another standard. In particular, 3GPP could define their own key management solution for this purpose, e.g. by exploiting the mechanisms of the EPS security architecture already available. But any such a solution would be likely to entail modifications to various functional entities defined for EPS today. It is difficult to conceive of such a solution affecting only the UICC and the RN.

Conclusion: if the secure channel method is adopted then a certificate-based solution is preferred as it seems to have the least impact on the existing EPS architecture. 

Regarding the mechanism for authentication, confidentiality and integrity

· With the preference for a certificate-based solution expressed in the previous paragraph, of the mechanisms defined in ETSI TS 102 484 only TLS and IPsec remain. Support for both, IPsec (for backhaul link protection) and TLS (for protecting the management connection to the OAM server), is available in present eNBs, and therefore implementing them in RNs would not mean a big change to the base station architecture. On the other hand, IKE/IPsec has a bigger footprint than TLS and could be less favourable for implementation on smart cards. Furthermore, TLS offers the possibility to selectively establish a secure channel between a single application on a UICC, e.g. a particular USIM, and the UICC-hosting device, i.e. in this case the RN, while IPsec does not offer this possibility. 

Conclusion: if the secure channel method is adopted then TLS with mutual certificates is the preferred mechanism. 
Editor’s Note: Further study on the preferred mechanism is required if the secure channel method is adopted.
Editor’s note: The above analysis was performed assuming a many to many relationships between RNs and UICCs was sufficient. If a solution requires a one-to-one relationship at the time of establishment of the secure channel then further analysis may be necessary.
6.4 Location verification

Editor’s Note: The location of RN has effect on network performance and RN configuration. So the location e.g. Geographical information, surrounding radio environment, needs to be varified.

Editor’s Note: The need for location security if FFS.
7 Proposed Solutions

7.1 General

This clause contains some proposed solution of relay security.

7.2 Solution 1 – IPsec for control and user plane

Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered
7.2.1. General

This solution proposes to use IPsec between the RN and DeNB to protect both the user plane and control plane signalling. In many ways, this is the default option as it matches the standardised solution in the macro network. 
7.2.2 Security Procedures

IPsec will be used to protect the S1-AP/X2-AP interface between the RN and DeNB exactly as for eNBs as described in clause 11 of TS 33.401[2].  This prevents attacks 1, 3 and 4b. The overhead caused by the IPsec would be negligble as there is little signalling compared to user plane traffic.

The S1-U and X2-U interfaces are protected by IPsec as described in clause 12 of  TS 33.401[2]. While this might not be suitable for all deployments due to the overhead of using IPsec on small user plane packets, it is resaonable solution for the deployments when media traffic such as RTP will not be carried over LTE. It also has the advantage of requiring no protocol enhancements over the macro network. Using IPsec for both control plane and user plane solves attack 2 in the sense that while there could still be a MitM node, all the genuine UE related traffic available in the MitM node is protected. 

Threat 4c is solved as the DeNB is the endpoint of the IPsec tunnels and hence there is no way a MitM could data on behalf of the user. 

The risk of threat 5 is at least partially eliminated as the keys from the UICC will not be used to protect an data from a geniune UE or S1-AP/X2-AP signalling related to a UE. 
7.2.3. UICC Aspects in RN scenarios

Editor’s Note: A UICCin a UE provides security under quite different assumptions from a UICC in an RN. What would happen if a UICC was removed from a genuine RN and inserted into a false RN? Is binding of USIM and RN in some way required? This should be considered.

7.2.4. Enrolment procedures for RNs for backhaul link security 

Editor’s Note: Currently SA3 works on enrolment procedures for macro eNBs. It needs to be studied whether the same procedures apply to RNs. It should be considered how initial connectivity for enrolment would be provided? 
7.3  Solution 2 – IPsec for control and user plane with certificate and AKA authentication in IKE

Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered
7.3.1 General

This solution uses IPsec to protect the signalling traffic over the Un interface and the AS level security to protect the user plane. In addition while using IKE to establish the IPsec, EAP-AKA is run in addition to the certificate based authentications as described from the H(e)NB cases. 

Editor’s Note: Additional criteria are needed to ensure that the binding between AKA and certificate based authentication ensures tha security of AS level commuication, e.g. the same USIM is used in both authentications 

7.3.2 Security Procedures

In this solution, when IPsec for S1-AP is being established, an EAP-AKA is run in addition to the certificate based authentication exactly as has been described in clause 7.3 of TS 33.320[3]. This has the effect of binding the RN device authentication to the RN subcription authentication. It is not necessary for the network to keep track of the pairings between UICCs and RNs. Successful completion of this combined authentication assures both the network and RN that a geniune UICC is inserted in the RN. Hence the endpoint of both secure tunnels from the RN must be a node in the genuine network. 

IPsec will be used to protect  the S1-AP/X2-AP interface between the RN and DeNB exactly as for eNBs as described in clause 11 of TS 33.401[2].  This prevents attacks 1, 3 and 4b. The overhead caused by the IPsec would be negligble as there is little signalling compared to user plane traffic.

This solution prevents attack 2 from working as the RN will not attach to the MitM node. 

Attack 4c can be prevented as the is aware of which UE are attached to which RNs and hence it can prevent a rogue RN from inserting traffic belonging to the UE that is not connected to it.
7.3.3 UICC Aspects in RN scenarios

Editor’s Note: A UICC in a UE provides security under quite different assumptions from a UICC in an RN. What would happen if a UICC was removed from a genuine RN and inserted into a false RN? Is binding of USIM and RN in some way required? This should be considered.
7.3.4 Enrolment procedures for RNs for backhaul link security 

Editor’s Note: Currently SA3 works on enrolment procedures for macro eNBs. It needs to be studied whether the same procedures apply to RNs. It should be considered how initial connectivity for enrolment would be provided? 
7.4 Solution 3 – AKA credentials embedded in RN

Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered
7.4.1 General

In this solution, the AKA credentials used to establish the AS level security between the RN and DeNB are embedded directly into the RN (e.g. in the secure environment of the RN).  This means that there is no UICC required. 
Either IPsec or enhanced AS security could be used to protect the S1-AP and X2-AP across the Un interface. AS level security is used to protect the user plane.
7.4.2 Security Procedures

Either enhanced AS or IPsec exactly as for eNBs as described in clause 11 of TS 33.401[2] will be used to protect the S1-AP/X2-AP interface between the RN and DeNB.  The use of IPsec or enhanced AS level security established from credentials directly on the RN prevents attacks 1, 3 and 4b. If IPsec is used, the overhead caused by the IPsec would be negligble as there is little signalling compared to user plane traffic.

As the AS level security is established from credential directly on the RN, this means that the RN is device authenticated at the network access layer and hence all of the threats 2, 4c, 4d are mitigated. Threat 5 is not a problem as that interface does not exist in this solution.  

7.4.3 UICC Aspects in RN scenarios

None as there is no UICC.
7.4.4 Enrolment procedures for RNs for backhaul link security 

This solution requires the RN to enroll a device certificate as with macro eNBs. 

AKA credentials also need to be provisioned into the RN.
7.5 Solution 4 – IPsec for control plane and secure channel between RN and USIM with AKA credentials stored in UICC


7.5.1 General

The main 
features of this solution are: (1) use of IPsec between RN and DeNB for protecting the integrity of S1 and X2 signalling over Un, but not for protecting any other traffic over Un; (2) use of a secure channel between USIM and RN; (3) autonomous validation of the RN platform; (4) a logic in the RN and the DeNB tying the preceding elements in a secure way. 
The overhead caused by IPsec may be considered negligble as there is little signalling traffic compared to user plane traffic. The overhead may be further reduced by the use of IPsec ESP in transport mode instead of tunnel mode. The choice of transport mode is possible here as the DeNB is the first IP hop from the RN. 


7.5.2 Security Procedures

The start-up of an RN proceeds in the following steps: 

Certificate enrolment and communication with an OAM server prior to the RN attach procedure
E1. The RN optionally obtains an operator certificate through the enrolment procedures defined in TS 33.310. Details can be found in clause 7.5.4.

E2. The RN optionally establishes a secure connection to an OAM server. Details can be found in clause 7.5.5.

E3. The RN detaches from the network if it has attached for performing steps 1 or 2 and deletes the NAS security context in the RN and the USIM, if any.

RN attach procedure
A1. The RN performs an autonomous validation of the RN platform. 

A2. The RN and the USIM establish a TLS connection using certificates on both sides according to the Secure Channel mechanism specified in ETSI TS 102 484. The RN uses a pre-established certificate or the certificate enroled in step E1. The private key corresponding to the RN certificate is stored in the secure environment of the RN platform validated in step A1, and the TLS connection terminates there. From this step onwards, all communication between the USIM and the RN is protected by the secure channel. It is ensured by step E3 that no NAS security context exists in the RN or the USIM immediately prior to the set-up of the secure channel between USIM and RN. 

A3. The RN performs the RN attach procedure for EPS as defined in TS 36.300[4]. From a security point of view, this implies running EPS AKA, then establishing NAS security between RN and MME-RN, and AS security between RN and DeNB. 

A4. The RN initiates certificate based IKEv2 to establish an IPsec ESP security association with the DeNB. Both IPsec in transport and tunnel mode are possible, but transport mode offers better performance. The IPsec traffic selectors are to be chosen such that precisely S1 and X2 traffic is protected by this security association. Only integrity protection (message authentication) is required, for encryption the NULL transform shall be used. This step shall be performed by the RN only if the preceding steps A1, A2, and A3 were successful. 

A5. The RN start-up is now complete from a security point of view, and UEs can start attaching to the RN.


7.5.3 UICC Binding Aspects in RN scenarios

The support of the secure channel mechanism described in clause 7.5.2 requires the USIM to use a certificate. This certificate needs to be pre-installed in the UICC by the operator. 

The certificate shall allow limiting its use to USIMs in the context of relay node architectures (e.g. through a suitable name structure, or a particular intermediate CA in the verification path, or an attribute, e.g. in the OID field.)

The requirement of restricting the possible combinations of particular RNs and particular USIMs is ffs, cf. clause 2.3.7. If such restrictions are required then authorization is required that could be enforced in at least one of the following ways: 

(1) The RN knows the authorized USIMs by configuration;

(2) The successful set-up of a secure channel between USIM and RN assures the RN of an identity related to the USIM, and the OAM server tells the RN the authorized identities, and the RN performs the check whether this combination of USIM and RN is authorized; 

(3) This solution is the same as (2), except that the RN tells the OAM server the identities of USIM and RN, and the OAM server performs the check whether this combination of USIM and RN is authorized; 

(4) The DeNB sends the RN device identity in a new S1 message to the MME-RN, and the MME-RN performs the check whether this combination of USIM and RN is authorized.

7.5.4 Enrolment procedures for RNs 
The RN may enroll a device certificate as with macro eNBs according to TS 33.310 prior to the RN attach procedure with the DeNB. This certificate may then be used for running IKEv2 with the DeNB and, additionally, for establishing the secure channel between RN and USIM. 

The certificate enrolment procedure does not rely on the security at the AS level, but is secured at the application layer. It can be therefore executed before security on the Un interface has been established. However, the RN requires IP connectivity for the enrolment procedure to be able to reach the Registration Authority RA. The IP connectivity could be established in various ways:

(1) The RN attaches to a fixed network for enrolment purposes. No USIM is required. 

(2) The RN attaches to an eNB using the same USIM as in the RN attach procedure to the DeNB, but invoking neither the secure channel with the USIM (ETSI TS 102 484 allows for this possibility) nor the IPsec tunnel with the DeNB. It is shown in clause 8 that the security of the relay node architecture is not compromised by allowing communication between USIM and RN outside a secure channel in an initialisation phase if the RN platform satisfies certain requirements.
(3) The RN attaches to an eNB using a USIM different from the one used in the RN attach procedure to the DeNB, invoking neither the secure channel with the USIM nor the IPsec tunnel with the DeNB. The advantage of this variant over variant (2) is that a second barrier to system abuse is raised as here the USIM used in the RN attach procedure will never connect to a fake RN. Having two USIMs on one UICC is a standard feature available today (but only one USIM can be active at a time). 

In all cases, the network must ensure that the destinations the RN can reach are restricted, e.g. to only the RA and the OAM server, if the communication with the RA occurs prior to the RN attach procedure. In cases (2) and (3) this could be ensured e.g. by restricting IP traffic originating from the RN and sent outside an IPsec tunnel to the DeNB to only certain destinations (APNs). The exact restriction mechanism is ffs.
7.5.5 Secure management procedures for RNs

The RN may establish a secure connection to an OAM server. 

The OAM procedure does not rely on the security at the AS level. It can therefore be executed before security on the Un interface has been established. If no security on lower layers is available the communication between RN and OAM server would be typically secured using TLS. The RN requires IP connectivity for this procedure to be able to reach the OAM server. The IP connectivity could be established in the same ways as described in clause 7.5.4.

Restrictions on the destinations the RN can reach must apply if the communication with the OAM server occurs prior to the RN attach procedure. It can be realized similar to what is described in clause 7.5.4.

7.6 Solution 5 – Enhanced AKA to include device authentication

Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered
7.6.1 General

In this solution, the authentication procedures are enhanced between the network and RN in order to provide authentication based on credentials stored on the RN. Either enhanced AS or IPsec is used to protect the contol plane signalling. The user plane traffic will be protected by the AS level security. 
7.6.2 Security Procedures
7.6.2.1 General
Using either IPsec exactly as for eNBs as described in clause 11 of TS 33.401[2] or enhanced AS security to protect the S1-AP/X2-AP interface between the RN and DeNB will prevent attacks 1, 3 and 4b. The overhead caused by the IPsec would be negligble as there is little signalling compared to user plane traffic.

The user plane data is proteced by the AS level security. The EPS AKA procedure is run to authenticate the UICC in the RN and the network. The AKA run also provides the keying material for the AS level security. Additional IEs are included in the some NAS messages in order to provide authentication between the RN and network based on credentials stored on the RN.. This would prevent threats 2, 4c and 4d.. Threat 5 is mitigated by using keys for the E-UTRAN that result from both the AKA and authentication based on credentials on the relay node.  
7.6.2.2 Enhanced AKA authentication 

7.6.2.2.1 High level description

In this solution, the device authentication is proposed to work in conjunction with the standard EPS AKA access authentication. The solution assumes that the device has been provisioned with a device_root_key that can be used to send encrypted traffic to the device and that is uniquely associated to the device_identity. The device_identity is assumed to be the IMEI of the device. The device_root_key is a public key of the device certificate. The associated private key(s) of the device are stored securely in the device. In the following descriptions, the device_credentials are either the device certificate or a pointer to it (e.g., device_identity). In the latter case, the pointer allows the network to identify the public key.  

The device_credentials allow an network entity to form the device_challenge (see below) and to check the revocation status of the device (e.g., check whether the device credentials have been compromised).  It is further assumed that a secure part of the device stores the sensitive device keys such as the private key associated with the certificate. Furthermore, it is assumed that the secure part of the relay node performs all cryptographic operations that make use of these sensitive keys.

Whenever the network wishes to perform device authentication, it creates a device_challenge and sends it to the device in a relevant NAS message. The device computes the device_response and returns it to the network in a response NAS message. The device uses the data in device_challenge and device_response to calculate KASME_D. KASME_D is the equivalent key to KASME defined in E-UTRAN (see TS 33.401[2]) except that it is bound to the device (more specifically, the device_root_key) as well to the KASME resulting from EPS AKA authentication. If the network receives a valid device_response, the network also calculates KASME_D.

The calculation of device_challenge, device_response and KASME_D are as follows:

device_challenge = Edevice_root_key (device_temp_key), network_nonce
where  EK(data) means data encrypted with key K, and network_nonce is a suitable size random number (e.g., 128 bits) chosen by the network. The encryption algorithm can be either asymmetric (in this case the device_root_key is the public key associated with the device certificate). The device_temp_key is a suitably sized (e.g., 256 or 128 bits ) random number chosen by the network.

Note: It is assumed that both the device and the network may keep device_temp_key between authentictaions for optimization purposes. If so, the first parameter is optional.

device_response is calculated as

device_response = device_nonce, device_res
where device_nonce is a suitably sized random number  (e.g., 128 bits) chosen by the device; and 

device_res = KDF (device_temp_key, network_nonce || device_nonce)
where KDF is a suitable pseudo-random function.
Finally, the calculation of KASME_D is as follows: 

KASME_D = KDF (device_temp_key, KASME || network nonce || device_nonce)
where KASME is the one freshly generated as part of the EPS AKA authentication. Note that the device authentication process here is running in the same NAS messages as those used for the AKA procedure. 

 KASME_D is treated same as the KASME in E-UTRAN, except that KASME_D is bound to the Relay Node device authentication and the EPS security context resulting from KASME_D is always stored in the Relay Node and not on a UICC.

Editor’s note: Details on rekeying are needed
7.6.2.2.2 Security Analysis

From the DeNB and rest of the network’s perspective, the Relay Node has been sucessfully authenticated and hence it is acceptable to authorise the DeNB to enable relay functionality, e.g. to send user keys to the Relay and allow it to send/receive user data. 

The Relay Node is effectively a slave of the DeNB and network, and it can only serve users for whom the network provides keys. Because of this, there are no security concerns for the Relay Node regarding sending data to a network which has provided the keys used to communicate with that user. 

Editor’s note: More analysis of the security of the protocol is needed 

7.6.2.2.3 Attach flow

The flow shows the Attach procedures for a Relay Node using  NAS messages used for EPS AKA enhanced to support the device authentication as described in this contribution.  It is assumed that presenting the device identity upfront will not lead to any privacy issues for relay nodes. It is also assumed that the MME is responsible for forming the device_challenge and checking the revocation status of the Relay Node. This flow assumes that the RN has been already provisioned by the operator and has device_credentials that the MME will accept (more discussion of this issue is contained in the management of the RN section) but does not have an E-UTRAN security context that the MME is willing to use. The description of the flows only note where the new IEs are sent. 
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1. Relay sends Attach Request including  device_credentials 
2. MME fetches RN subscription and authentication information from HSS
3. MME sends Authentication Request including device_challenge
4. Relay responds with Authentication Response including device_response. Relay and MME can also calculate KASME_D at this point
5. MME sends NAS Security Mode Command to start using the security context based on KASME_D
6. Relay responds with NAS Security Mode Complete
7. MME sends Attach Complete
7.6.2.2.4 Changes to NAS messages

The following changes will be needed to NAS messages to support this solution for Relay Nodes. 

Attach Request:

IE to carry device_credentials
Authentication Request
IE(s) to carry device_challenge = [Edevice_root_key (device_temp_key)], network_nonce
Authentication Response

IE(s) for device_response = device_nonce, device_res
7.6.3 UICC Aspects in RN scenarios

A standard UICC could be used and as the KASME_D is bound to the Relay Node, then there is no need to protect the Relay Node to UICC interface. 
7.6.4 Enrolment procedures for RNs for backhaul link security 

An advantage of this proposal comes in the management of the Relay Node. It is shown in the below call flow that a Relay Node can be managed exactly like any other eNB. This is achieved by allowing the Relay Node access to the management boxes based on the EPS AKA credentials only and then issuing a certificate for the device_root_key. The below flow assumes that the RN does not have a device_credential that the MME is willing to accept (e.g., device only has vendor credentials, but the network requires the operator issued credentials). 
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1. The Relay Node is provisioned with manufacturer- or vendor-supplied credentials.

2. The Relay Node and MME performs a standard EPS AKA, just as a normal UE would, i.e. at this stage the Relay Node does not have a device_credential the MME is willing to accept. 

3. The subscription information retrieved by the MME indicates that the authenticating UE is actually a Relay Node. As a result, the MME authorizes the RN to only sets up a bearer to allow the Relay to communicate with management nodes.

4. The Relay Node uses the credentials provided in step 1 to authenticate to the operator CA/RA and set up a secure connection with it. The operator CA/RA creates any associated certificates and sends them to the Relay Node over this secure connection.

5. The Relay Node connects to an OA&M node for further configuration and provsioning. Once the management operators are completed, the OA&M system may issue a management command to re-attach/restart the Relay Node.

6. The Relay Node and MME performs an re-authentication using the  enhanced device authentication as described above.

7. The MME authorizes the Relay Node to provide service to UEs.

Editor’s Note: It is FFS whether the same credential is used at at the E-UTRAN layer as the one used in IKE and/or for securing the relay management protocol

7.7 Solution 6: AKA for Relay Node UE authentication and secure channel between RN and USIM

7.7.1 General

In this solution, AKA is performed for mutual authentication between Relay Node and core network, which generate keys for AS communication and IP communication. Certificate based IKE authentication is not needed. IPsec is used to protect the S1 and X2 control plane signalling. The user plane traffic will be protected by the AS level security.
7.7.2 Security Procedures
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Figure 7.7.2-1: AKA for IPSec
The EPS AKA procedure is run to authenticate the UICC in the Relay Node and core network as shown in the figure above. 

1. When RE connects network as a legacy UE, AKA shall be performed, and KASME is generated by Relay Node and its HSS. MME will get KASME from HSS.
2. RN and MME generate the KeNB independently, MME send the KeNB to DeNB, then both RN and DeNB share KeNB and related keys like KRRCenc, KRRCint, etc.
3. SMC negotiation is complete between RN and core network. And PDCP bearer will be generated and protected

4. A special KIPSEC will be generated by KASME in RN and RN’s DeNB simultaneously. 
5. IPsec protection can be established between RN and DeNB by using KIPSEC.
Editor’s note: How the other parameters for the IPsec connection are established is FFS
Editor’s note: The rekeying issues need to be addressed
After that, AS security communication and IPsec communication are all set up. Then AS security can be used to protect user plane data and IPsec can be used to protect control plane data between RN and DeNB.
7.7.3 UICC Aspects in RN scenarios

It uses the USIM, and there are the following ways to make sure it is secure binding between the USIM and RN.

1. Secure channel mechanism shall be used between the UICC and the Relay Node as described in ETSI TS 102 484.
Editor’s note: There needs to be more details of how the secure channel is established, e.g. which credentials are used to establish the secure channel (see clause 6.3 for examples), device authentication of the RN, authorisation of the RN and/or UICC 
2. Physical binding between the Relay node and the UICC

7.7.4 Enrolment procedures for RNs for backhaul link security
Editor’s note: Enrollment procedures are FFS 
7.8 Soluiton 7: AKA for Relay Node UE authentication and IPSec protection

7.8.1 General

In this solution, AKA is performed for mutual authentication between Relay Node and core network, and generate keys for AS communication and IP communication. IPsec is used to protect the S1 and X2 control plane signalling. The user plane traffic will be protected by the AS level security. We use IKE and AKA key will be used as the pre-shared key to the IKE, because it can provide more dynamic configuration and negotiation on the security parameters.

7.8.2 Security Procedures
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Figure 7.8.2-1: AKA for IKE
The EPS AKA procedure is performed to authenticate the UICC in the Relay Node and core network. 
1. When RE connects network as a legacy UE, AKA shall be performed, and KASME is generated by Relay Node and its HSS. MME will get KASME from HSS.
2. RN and MME generate the KeNB independently, MME send the KeNB to DeNB, then both RN and DeNB share KeNB and related keys like KRRCenc, KRRCint, etc.
3. SMC negotiation is complete between RN and core network. And PDCP bearer will be generated and protected

4. A special KIKE will be generated from KeNB in RN and RN’s DeNB simultaneously.

5. The key KIKE can be used for IKE authentication pre-share key instead of certificate. 
6. IPsect tunnel will be generated by IKE and protection will be actrivated.
Editor’s note: The rekeying issues need to be addressed
After that, AS security communication and IPsec communication are all set up. Then AS security can be used to protect user plane data and IPsec can be used to protect control plane data between RN and DeNB.
7.8.3 UICC Aspects in RN scenarios

It uses the USIM, and there are the following ways to make sure it is secure binding between the USIM and RN.

1. Secure channel mechanism shall be used between the UICC and the Relay Node as described in ETSI TS 102 484.
Editor’s note: There needs to be more details of how the secure channel is established, e.g. which credentials are used to establish the secure channel (see clause 6.3 for examples), device authentication of the RN, authorisation of the RN and/or UICC 
2. Physical binding between the Relay node and the UICC

7.8.4 Enrolment procedures for RNs for backhaul link security

Editor’s note: Enrollment procedures are FFS 
7.9 Solution 8 – Enhancing AKA to include device authentication via symmetric key in RN and HSS/MME
Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered
7.9.1 General

In this solution, either IPsec or enhanced AS security is used to protect the contol plane signalling. The user plane traffic will be protected by the AS level security with the authentication procedures enhanced between the network and RN in order to provide mutual authentication based on credentials stored on the RN. 
7.9.2 Security Procedures

Using either IPsec exactly as for eNBs as described in clause 11 of TS 33.401[2] or enhanced AS security to protect the S1-AP/X2-AP interface between the RN and DeNB will prevent attacks 1, 3 and 4b. The overhead caused by the IPsec would be negligble as there is little signalling compared to user plane traffic.

The user plane data is proteced by the AS level security. The EPS AKA procedure is run to authenticate the UICC in the RN and the network. The AKA run also provides the keying material for the AS level security. Additional IEs are included in the some NAS messages in order to provide authentication between the RN and network based on credentials stored on the RN. The exact details of how to do this are still FFS. This would prevent threats 2, 4c and 4d, but without further security mechanisms, threat 5 could be used to launch similar attacks. 

Editor’s note: Some of the above details in this clause need to be aligned with the proposed solution
7.9.2.1 Enhanced EPS-AKA using a relay-node device secret key

Editor’s note: More analysis of the security of the proposed solution is needed
In order to authenticate the relay-node device in addition to the USIM during the attachment of the relay to the network, the following enhancement can be made to the existing EAP-AKA procedure.

A device symmetric secret key Krelay must be securely stored in the relay device and in the network side (HSS or MME). 

Editor’s note: More details on the provisioning of Krelay is needed
This key can be used to derive further the (expected) response to the authentication challenge (X)RES and the EPS master session key KASME with a suitable Key Derivation Function, such as the KDF defined in TS 33.220.

· RESrelay = KDF( Krelay, RES || ID2 || … other parameters …) in the relay node.

· Same derivation procedure should apply to XRES to obtain XRES_relay in the MME or HSS.

· KASME_relay = KDF( Krelay, K_ASME || ID1 || … other parameters …) in the relay node and the MME or HSS

The RES_relay should then be truncated in order to fill in the NAS message format already defined for transporting the standard RES value. This value would be compared to a truncated XRES_relay in the MME. A KDF identifier ID and other parameters (such as the RAND and / or AUTN used in the authentication challenge) should be used in order to diversify further these key derivation functions.

In this way, the relay device is authenticated by the network in the same time than the USIM. After a successful authentication, the KASME_relay can be taken into use by the MME and the relay to generate the full EPS key hierarchy (with NAS and AS security contexts), as illustrated in the following figure where Krelay is handled by the MME:
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Figure 7.9.2.1-1: enhanced LTE key hierarchy using a relay device secret key
As an alternative, the Krelay can be handled in the HSS and the KASME_relay and XRES_relay can be generated in the HSS and the relay.

With this key hierarchy, NAS and AS security contexts benefit from the device authentication in addition to the user (USIM) authentication and are not predictable from the keys provided by the USIM {CK, IK} on its interface with the relay node device. Furthermore, S1-AP, RRC and NAS commands will not need any changes as the carried information has exactly the same format than with a standard EPS-AKA procedure.

7.9.3 UICC Aspects in RN scenarios

Editor’s Note: A UICC in a UE provides security under quite different assumptions from a UICC in an RN. What would happen if a UICC was removed from a genuine RN and inserted into a false RN? Is binding of USIM and RN in some way required? This should be considered.

In the solution proposed in 7.9.2.1, the USIM is a standard one. Its use must be associated with the relay device secret key Krelay in order to authenticate the relay device toward the network. No specific binding is required for the UICC interface.
7.9.4 Enrolment procedures for RNs for backhaul link security 

This is FFS as it is not yet known whether the same credentials can be used at the IKE and E-UTRAN layer. 

7.10
Solution 9 – IPsec for control plane and with key binding for AS security

Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered
7.10.1
General

This solution uses IPsec to protect the S1/X2 User-UE control plane between the RN and DeNB and AS level security mechanism to protect the user plane. The IPsec tunnel is only used to provide integrity protection of the S1/X2 User-UE control plane between the RN and the DeNB; for confidentiality protection it relies on the AS confidentiality protection of the user plane. The keys used for AS protection are bound to the IPSec SA (keys) that is set-up and its associated authentication of the RN as a genuine relay node.
7.10.2
Security Procedures

The initial step is to authenticate the RN as a UE using the USIM and apply standard (Uu) security mechanisms on the Un interface. In principle, this step only provides connectivity between the RN and the DeNB.

The next step is to establish an IPsec tunnel between the RN and the DeNB using IKEv2 for SA establishment. The SA establishment is used to provide one SA for the IPsec tunnel and also related key(s) used to bind the existing AS security context to the IKEv2 negotiation and the associated RN device authentication, creating a modified AS security context.
Editor’s note: it must be clarified how the messages before the IPsec establishment are protected
Editor’s Note: It is ffs if a common SA can be used to generate keys for both the IPsec tunnel and the related keys for binding of the AS security context or if different SAs have to be generated.

The related keys are used to modify the AS security context derived from the EPS AKA performed. The modified security context is taken into use before any S1-AP/X2-AP or user plane traffic is forwarded over AS. Note that when the AS security context is modified also the keys for the RRC protection will be modified. To initiate and synchronize the use of the modified AS security context, the system could e.g. use an intra-cell handover procedure. 
If the KeNB is modified, special handling needs to be defined for what happens when the KeNB is updated, e.g., at CONNETCED-IDLE-CONNECTED cycles, or (intra-cell) handovers.  It therefore seems simplest to modify the encryption and integrity keys directly and letting the KeNB be handled as already defined for LTE.

Editor’s Note: The exact procedure for modifying the SA context is ffs. The effects of simultaneous change of AS and IPsec level key changes are FFS.
Editor’ note: The effect of the change to the NAS signalling security model from an end-to-end model is FFS.
IPsec will be used to protect the S1-AP/X2-AP interface between the RN and DeNB following the procedures for eNBs as described in clause 11 of TS 33.401[2] except that only integrity protection will be provided. In principle encryption could also be applied, but it does not affect this solution since encryption can also be applied by the radio protocols. The integrity protection prevents attacks 1 and 4b and with the AS level confidentiality protection also attack 3 will be completely countered for signalling traffic while user plane traffic only is confidentiality protected. However, this is according to accepted principles for user plane traffic protection over the Uu air interface. The overhead caused by the IPsec would be negligible as only integrity protection is applied and as there is little signalling compared to user plane traffic. AS level security efficiency is as for Uu protection mechanisms. 

As the AS level security is bound to credentials directly on the RN, meaning that the RN is device authenticated at the network access layer,  all of the threats 2, 4c, 4d are mitigated.

For threat 5, first note that NAS signalling from the RN to the Relay-UE's MME will use keys derived from the KASME obtained by the LTE authentication (EPS AKA) procedure performed using the USIM. These keys may be exposed if the interface between the UICC and the RN is unprotected. However as NAS messages are tunnelled in the AS they will be protected by the modified AS security context (as soon as it has been established). Thus there is no possibility for an attack on Un to succeed in modifying the NAS signalling from the RN to the Relay-UE's MME and, as we have described above, the AS signalling is also protected. Thus threat 5 is countered by this solution.

With respect to Threat 7 it can be noted that if an attacker removes the USIM, the RN without USIM cannot be authenticated by the network, which means that the legal RN cannot connect to network and provide services. This would be equal to any other denial of service attack like disturbing or eliminating the radio connectivity. An attacker could also insert the USIM into another RN, but if the identities of the RN’s used to track the topology of the access network are based on the RN identities carried in the RN certificates, no networking problems will occur.

7.10.3
UICC Aspects in RN scenarios

The description in 7.10.2 shows that it is not necessary to have a protected interface between the UICC and the TRE in the RN. Furthermore, using RN identities for tracking the topology of the access network eliminates the need to verify RN UICC pairings. The final conclusion then is that removable UICCs can be used in RNs.

7.10.4
Enrolment procedures for RNs for backhaul link security 

This solution allows the RN to enrol a device certificate as with macro eNBs.

7.11 Solution 10 – Secure channel between RN and USIM with a one-to-one mapping between RN and UICC
Editor’s Note: Entities affected by security for relays (e.g. termination points of security protocols, entities with additional relay-related functionality) should be considered

7.11.1 General

This solution uses either IPsec or enhanced AS security to protect the control plane between the RN and DeNB and the AS level security mechanism to protect the user plane. It also uses a binding between the RN and UICC to protect the transfer of E-UTRAN keys over this interface. The binding also provides a one to one mapping between RN and UICC. 

7.11.2 Security Procedures

Using IPsec exactly as for eNBs as described in clause 11 of TS 33.401 or enhanced AS with the secure channel as discused in clause 7.5.3 to protect the S1-AP/X2-AP interface between the RN and DeNB will  prevent attacks 1, 3 and 4b. The overhead caused by the IPsec would be negligble as there is little signalling compared to user plane traffic.
7.11.3 UICC Aspects in RN scenarios

Secure Channel, mechanism, as specified in ETSI TS 102 484, shall be used between the UICC and the RN to prevent attacks 1, 2 and 5. This mechanism will prevent the removal of UICC from a genuine RN and its usage in a rouge RN, prevent also the usage of fake UICC in a real NB, and eliminate possibility to capture and manipulate information communicated between UICC and RN
7.11.4 Enrolment procedures for RNs for backhaul link security 

This solution requires the RN to enroll a device certificate as with macro eNBs.

8 Comparisons of solutions
8.1 Analysis of clause 7.2
8.2 Analysis of clause 7.3

8.3 Analysis of clause 7.4



8.4 Analysis of clause 7.5 “Solution 4 – IPsec for control plane and secure channel between RN and USIM with AKA credentials stored in UICC”
8.4.1 How does solution 4 address the threats in clause 2?
Threat 1: Impersonation of a RN to attack user attached to RN

The text in clause 2.3 states that threat 1 can be countered by device authentication. Solution 4 provides device authentication by an autonomous validation of the RN platform followed, if successful, by the set up of an IPsec security association with the DeNB.
Threat 2: MitM on the Un interface between RN and DeNB
The description of threat 2 in clause 2.3 states assumes that a fake UICC can be inserted in a real RN. This is prevented by the fact that the RN checks whether the secure channel with the USIM has been set up successfully before performing the RN attach procedure. It is true that, for one of the variants of solution 4 (certificate enrolment or management connections over Un are allowed prior to the set-up of the secure channel bertwteen USIM and RN + only one USIM is used) a genuine UICC could be inserted in a fake RN. But, even apart from the fact that threat 2, as described in clause 2.3, could not be realized this fact would not lead to further problems either as such a fake RN could never attach to the network, cf. the response to threat 5 below. 

Threat 3: Attacking the traffic on the Un interface between RN and DeNB
Integrity protection of S1-AP and X2-AP signalling across the Un interface is provided by an IPsec security association between RN and DeNB. Other traffic over Un is sufficiently protected by AS security.

Threat 4: Impersonation of a RN to attack the network
The description of threat 4 in clause 2.3 states that threat 4 could be mitigated by ensuring device authentication of the RN. But device authentication is provided, cf. response to threat 1. Access of the RN to the netowrk needs to be restricted until the device authentication is succesful.
Editor’s note: The exact details of the access control are FFS
Threat 5: Attacks on the interface between the RN and the UICC
The attacks are prevented by the secure channel between the USIM and the RN. More precisely: as stated in clause 7.5, it is ensured by step E3 that no NAS security context exists in the RN or the USIM immediately prior to the set-up of the secure channel between USIM and RN. The RN attach procedure happens only after the secure channel between USIM and RN has been set up. In this way, the RN ensures that the keys sent from the USIM to the RN from which the AS security context on Un is derived were received by the RN through the secure channel. The DeNB checks through device authentication that the integrity of the platform of the RN attempting to attach is guaranteed. Hence the DeNB knows that this RN has checked that the secure channel was in place before the start of the RN attach procedure, so the AS keys are not compromised by attacks on the interface between RN and UICC. 

Threat 6: Control of the RN platform
This threat is prevented by autonomous validation and device authentication, cf. response to threat 1.

Threat 7: DoS type attacks 
The description of this threat has two parts: 

a) From clause 2.3: “When the attacker removes the USIM, RN without USIM can’t be authenticated by the network. So the legal RN can’t connect to network and provide services.” 
Response: An attacker removing a USIM could just as easily physically destroy the RN so this type of DoS cannot be prevented.
b) From clause 2.3: “The attacker could also insert the USIM into another RN, then the topology of access network will be changed and cause interference problem to other eNB.” 
Response: If the other RN is a fake then the threat is the same as threat 1. If the other RN is genuine then there are several solutions on top of solution 4 for ensuring that the binding between USIM and RN is authorized. Possible solutions are listed in clause 7.5.3.

8.4.2 How does solution 4 fulfill the requirements in clause 3?
We quote text from clause 3.
“If end to end protection between the RN and the core network is needed, then the same solution as for backhaul protection should be considered.”

Response: But e2e protection is not possible due to the chosen architecture alternative, as stated in the next paragraph, so this sentence should be removed. 

“Integrity protection for the S1 control plane traffic over the Un shall be mandatory.”

Response: This is provided in solution 4 by the mandatory IPsec security association between RN and DeNB.

“The S1 control plane traffic between RN and User-UE’s MME shall be integrity protected between the DeNB and the User-UE’s MME with at least the same strength as in the current EPS architecture.” 

Response: This requirement seems compatible with all solutions described in clause 7. It is addressed as in clause 11 of TS 33.401[2] today.
“Integrity protection for the X2 control plane traffic over the Un shall be mandatory. The X2 control plane traffic between RN and eNB/RN shall be integrity protected between the DeNB and the eNB/RN with at least the same strength as in the current EPS architecture.”

Response: same as for S1 traffic.
“Mutual authentication between RN and network shall be supported.” 

Response: This is a bit vague as the authenticating network entity is not mentioned. Mutual authentication between RN and MME-RN is provided by EPS AKA performed according to TS 33.401[2]. Mutual authentication between RN and DeNB is provided by IKEv2 with mutual certificates according to solution 4.
“Relay device authentication is mandatory.” 
Response: solution 4 provides this, cf. response to threat 1.
“The DeNB shall not accept or send S1-AP and X2-AP message from/to the RN until a successful Relay device authentication has happened.”

Response: this requirement seems compatible with all solutions described in clause 7.
“Security of RN Management shall be guaranteed.”


Response: this requirement seems compatible with all solutions described in clause 7. Either a separate TLS connection is set up to the OAM server, or, after the successful completion of the RN attach procedure, the management traffic is secured hop-by-hop.
“The wireless resource: security shall be able to prevent misuse by identifying whether the attached terminal is a UE or a RN. The identification could be implicit.”

Response: this requirement can be addressed in the context of solution 4  e.g. by ensuring that the certificate used by the USIM in the set-up of the secure channel with the RN contains information (e.g. names or attributes) making it clear that this certificate in the UICC is for use with RNs only. A genuine RN will check this information, and the DeNB can check that only genuine RNs can attach to the network, cf. also response to threat 5 above. 
“The connection between relay and network should be confidentiality protected. Confidential protection for the S1/X2 user plane traffic over the Un should provide protection as same as the user plane data transferred on Uu interface, i.e. provide optional confidentiality protection on Un interface.”

Response: solution 4 uses IPsec for integrity of S1 and X2, and AS security otherwise. 
“Both user plane and control plane must be considered as they may not require the same level of protection.”

Response: solution 4 satifies this requirement. 
“The RN platform shall protect from reading and/or modification of security parameters and security functions by unauthorized parties (platform security). The integrity of the RN platform shall be validated as part of the RN start up procedure.” 

Response: solution 4 requires platform integrity and device authentication as part of the start-up procedure. 
“RN specific device security features, e.g. security storage of sensitive data, device integrity check, USIM aspects, shall be considered.” 
Response: for secure storage and device integrity cf. the preceding response, for USIM aspects a secure channel is provided in solution 4, and the binding aspects between particular USIMS and RNs have been considered. 
8.4.3 How does solution 4 address the general Editor’s notes and the residual threats in clause 5.1.2.1?
Solution 4 is a more detailed version of Option 1 “NDS/IP and AS security over the Un interface” described in clause 5.1.2.1. We quote from clause 5.1.2.1. 

“Editor’s Note: It needs to be clarified whether all traffic over the Un user plane, or only S1 signalling traffic, is to be protected by NDS/IP, e.g. for performance reasons. If the latter applies then appropriate mapping of parameters identifying S1 signalling traffic to IPsec selectors (IP addresses, ports, transport protocol) would have to be performed.” 

Response: Solution 4 opts for protecting only S1 and X2 traffic by means of IPsec for performance reasons. The traffic selectors are ffs, but are believed not to be a fundamental obstacle.
“Editor’s Note: The enrolment process for credentials to set up backhaul link security between RN and MME(RN), and RN and S-/P-GW(RN) (i.e. distribution of IPsec certificates and set up of IPsec tunnel) needs to be studied.”

Response: the enrolment phase is taken care of in solution 4. 
“Editor’s Note:  The following is for further study: The donor eNB must know if a particular subscription is a RN subscription or a UE subscription so the donor eNB must know if it is authorised to pass S1-AP traffic to the RN. It requires further study whether this requirement can be supported using the current S1-AP protocol and/or core network procedures. Furthermore the donor eNB must know that it has to apply the Un security procedures which are by assumption different to the Uu procedures.”

Response: according to solution 4, the DeNB will pass S1 traffic to the RN only through the IPsec security association. A UE will not set up IPsec with an eNB. It is ffs whether the DeNB needs to be told by the MME-RN that this is an RN attach procedure. But any solution to this issue will be complementary to solution 4.

“Residual Threat: threats of eavesdropping on and modification of traffic of DRBs is satisfactorily addressed by platform integrity and use of IPsec. As RRC traffic cannot be protected by IPsec it needs to be considered separately. The main threat to RRC seems to be that an attacker modifies bearers on Un. This seems to be possible when an attacker knows the RRC integrity key.
Editor’s Note: threats to AS security for RRC over Un need further study. In particular: how can an attacker obtain knowledge of the RRC integrity key? ”

Response: in solution 4 the attacker cannot obtain the RRC integrity key, cf. response to threat 5.

“Residual Threat: neither RRC nor UP-UE traffic are protected by IPsec. (UP-UE  = user plane data sent by UE.) In addition to the remarks made on RRC in 5.1.2.1.2.1, the attacker could eavesdrop on UP-UE. An attacker could e.g. fraudulently establish an RN-DeNB radio connection via a MitM as described for threat 2 in section 1. 
Depending on the way in which the attacker obtains knowledge of the keys it may not be enough to ascertain that the IPsec SAs and AS security have the same endpoints, i.e. that all security tunnels from the RN terminate in the real network instead of in a MitM node may not be sufficient. It may neither be sufficient to bind the USIM to the RN, e.g. by using EAP-AKA inside IKEv2 in the way done for HeNBs. 
Editor’s Note: threats to AS security for RRC and UP-UE over Un need further study.”

Response: in solution 4 the attacker cannot obtain the UP-UE encryption key, cf. response to threats 2 and 5.

9. Conclusions 
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