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Abstract of the contribution: This contribution considers the Relay Node environment.
Discussion
As we consider the security aspects of the relay nodes, we must consider the environment in which these devices may be deployed. 

It is conceivable that the environment of the relay node may vary greatly. To maximize coverage, the relay node may reside in physically vulnerable locations (e.g. to handle dead spots in cities or hot spots).

The use case scenarios suggested for relays suggest that the main goal is coverage extension. e.g. a presentation from DoCoMo on deployment scenarios suggests indoor and outdoor deployments (http://www.3gpp.org/ftp/Inbox/Marcoms/Conference_Presentations/2009_09_R9_LTE_Advanced.pdf). 
Another paper from the Eurasip Journal on Wireless Communication and Networking 2009 suggests the following:
“The use of radio relaying with the deployment of relay nodes (RNs) for coverage extension in cellular networks is not a new concept [1]. Apart from the main goal of coverage extension, enabling relaying in a cellular network can also help in the provisioning of high data rate coverage in high shadowing environments (e.g., indoors) and hotspots, reducing the deployment costs of cellular networks, prolonging the battery lifetime for user equipments (UEs), and generally saving power by reducing the overall transmission of cellular networks and enhancing cell capacity and effective throughput. Figure 1  shows the most typical usage scenarios for relaying. “ http://www.hindawi.com/journals/wcn/2009/731317.html
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Given that the relay node will reside between the Ue and macro eNB, we believe that there will be deployment scenarios where the relay node may be in an environment where it can be vulnerable to physical attack and therefore security threats should be considered for the variety of deployment environments.




























































































































































































































































































































































































































































































































