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Introduction
The utilization of SIP Digest for SSO for applications should leverage the investments made into the IMS network and enable operators to securely use their infrastructure for popular services and applications.  For this it should be clear what is meant with Single Sign On. Therefore this document proposes input to the SSO section in the Technical Report.
We propose to study and accept the following Pseudo-Change Request.

2
Pseudo Change Request
4
Description of SSO Feature
Single Sign On (SSO) is a feature of an access control system for a range of independent systems, which are affiliated. The systems often are application services. This feature allows that the authentication process takes place once, and the user gains access to all affiliated systems without the need to authenticate again. The SSO subsystem provides the initial authentication and provides authentication information to the Application Server which is part of the SSO subsystem. 
The SSO feature in this report is meant to
· support SIP digest as specified in TS 33.203, Annex N for initial authentication to the SSO subsystem for terminals that can not use a UICC.
· support interworking and exploit commonalities with existing SSO subsystem deployments e.g. OpenID, GBA, Liberty Alliance.
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