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1. Introduction

This pCR provides some general security requirements in NIMTC for the livingl document S3-100642. 

In meeting #59, SA3 approved a living document S3-100642 on “Security Aspects of Network Improvements for Machine-Type Communication”. This document contains a section for security improvements for different key issues. However, it is necessary for SA3 to have general security requirements for MTC device and network in MTC system, regardless of the differences of MTC device features. Therefore, we propose to add a new section “General Security Requirements” to the living document.
2. pCR

The following pCR is for Living document, S3-100642, “Security Aspects of Network Improvements for Machine-Type Communication”. 
***************** 1st CHANGE ***************
3. General Security Requirements
Editor's note:
The intent of this section is to provide general security requirements regarding the security architecture but regardless of different key issues.

· MTC devices should be identifiable by the network as machine type communication device. 

· To access the3GPP network, the security features and security procedures as specified in the 3GPP specifications for that particular access system shall be supported and performed by the MTC device. For example, MTC Device to access EUTRAN, the security requirements and mechanism as specified in TS 33.401 shall be supported and MTC Device to access UTRAN, the security requirements and mechanism specified in TS 33.102 shall be supported. If any modification/optimization of security procedures is specified in this document, then the procedure specified in this document shall take precedence for MTC over the security mechanisms specified in other 3GPP specifications.
· Network should be able to perform access control for MTC device accessing network, based on MTC device feature and/or subscription.
***************** END ***************

